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1 Introduction

1.1 Purpose of the Operational Concept Description Document

This paragraph shall summarize the purpose and contents of this document and identify the project stakeholders 

· Current life cycle phase or milestone (e.g., LCO version of OCD)

· The specific system whose operational concept is described here: [name-of-system]

· Its operational stakeholders: [Describe the stakeholder roles and organizations]

· Use specific names, titles and roles

Show how your particular Operational Concept Description meets the completion criteria for the given phase or milestone

Suggested baseline wording is provided in the MBASE Electronic Process Guide (EPG) template

Common Pitfalls:

Simply repeating the purpose of the document from the EPG template or guidelines

The following Operational Concept Description (OCD) document for the Distributed Assessment of Risks Tool (DART) will provide an overview of the functionalities and expected behaviors of the system.  More specifically, the document will serve as a reference for stakeholders to ensure the development of a correct and useful system.

The key stakeholders involved include the clients, system users, maintainer, and system developers.  Dr. Barry Boehm, the Director of USC’s Center for Software Engineering (CSE), Paul Sitko, a staff member of CSE, and Professor Dan Port, Associate Professor at USC, are the clients of the Distributed Assessment of Risks Tool (DART).  Paul Sitko will also act as the maintainer of the system.  System implementation will begin in Spring 2002 and a team of students from CS577b will develop the initial capabilities.  CS577a and CS577b graduate students are the intended immediate users of the system and eventually researchers and USC-CSE Affiliates.  

1.2 References

· Provide complete citations to all documents, meeting results, and external tools referenced or used in the preparation of this document and their outputs.

· This should be done in such a manner that the process and information used can be traced and used to reconstruct the document if necessary

· System and Software Requirements Definition v3.0

· System and Software Architecture Description v3.0

· Life Cycle Plan v3.0

· Feasibility Rationale Description v3.0

· MBASE Guidelines v2.3.6c

· B.W. Boehm, “Software Risk Management: Principles and Practices”, IEEE, January 1991, pp.32-41.

· J. Park, D. Port, and B. Boehm, “Supporting Distributed Collaborative Prioritization”, Proceedings of 6th Asia-Pacific Software Engineering Conference (APSEC'99), IEEE, December 1999, pp.560-563. 

· J. Park, D. Port, and B. Boehm, “Supporting Distributed Collaborative Prioritization for WinWin Requirements Capture and Negotiations”, Proceedings of 3rd World Multiconference on Systemics, Cybernetics and Informatics (SCI'99), Vol. 2, , IIIS, July 1999, pp.578-584. 

· USC Center for Software Engineering - URL: http://sunset.usc.edu

· EPG Web Resources – URL: http://sunset.usc.edu/research/MBASE/EPG
· Easy WinWin Negotiation Results

· Easy WinWin Sessions:  09/25/01, 09/27/01

· Client Meetings:  09/21/01, 09/25/01, 09/27/01, 10/22/01, 10/31/01, 11/12/01, 11/14/01, 11/30/01, 12/03/01, 01/24/02, 02/14/02
· Team Meetings:
09/18/01, 09/21/01, 09/23/01, 09/25/01, 09/27/01, 09/30/01, 10/03/01, 10/07/01, 10/11/01, 10/14/01, 10/18/01, 10/21/01, 10/25/01, 10/28/01, 10/30/01, 11/04/01, 11/08/01, 11/11/01, 11/12/01, 11/15/01, 11/18/01, 11/27/01, 11/29/01, 12/02/01, 12/03/01, 01/10/02, 01/17/02, 01/24/02, 01/27/02, 01/31/02, 02/07/02, 02/10/02, 02/14/02, 02/17/02577 Guidelines: A “complete citation” for CS577 should include the title of the document (in suitable bibliographic form), and with the explicit URL for the document. [This information is requested so that future researchers can find the cited document from an on-line archive.]
1.3 Change Summary

Provide complete citations to all documents, meetings and external tools referenced or used in the preparation of this document .

The changes made to this document were very minor in order to capture more details with respect to tool version numbers, coding languages, and the color scheme for the GUI.  Updates were also made to incorporate comments from LCA which mainly dealt with which requirements belonged in which sections.  No major changes were identified by the customer as far as the list of capabilities goes.

Table 1 - Change Summary
	Change Description
	
	Sections Affected

	
	Rationale
	Here
	Elsewhere

	Changed client/maintainer from Jung-Won Park to Paul Sitko
	New client/maintainer of the system
	· 1.1 Purpose of Operational Concept Description

· 2.1 System Capability Description

· 2.2 Key Stakeholders

· 5.2.2 Participants
	· None

	Updated Proposed System Capabilities names and Rose Model
	Need to make better definitions for system capabilities.
	· 4.3 Capabilities
	· SSRD 3.2 System Requirements

· SSRD 6 Evolution Requirements

· FRD 2.2.1 Operation Concept Satisfaction

	Added a new future system enhancement item
	The clients have proposed a new “desired” requirement 
	· 4.8 Future System Enhancements
	· 


2 Shared Vision

Almost certainly, your project will have to work out some changes in its direction during the course of its development.  These may come from new developments in your COTS products, reusable components, or application infrastructure. They may come from changes in your clients’ or other stakeholders’ priorities, organization or personnel. They may come from discovery of alternative systems that may solve (parts of) your application problem.

When these changes come, the most valuable thing your project can have is a shared vision among its stakeholders of the project and system’s goals, objectives and strategies and of each stakeholder’s roles and responsibilities in achieving these. Although the details of the shared vision may need to be modified after the initial prototype and stakeholder win win negotiations are completed, it is crucial to obtain an initial version of the shared vision that is” brought into “ by the system’s success-critical stakeholders as early as possible. The Organization Goals in Section 3.2 and the shared vision elements below are the primary sources of the traceability relations among the MBASE documents.

2.1 System Capability Description

A concise description of the system that can pass the “elevator test” described in Geoffrey Moore’s Crossing the Chasm  (Harper Collings, 1991, p.161). This would enable you to explain why the system should be built to an executive while riding up or down an elevator.  It should take the following form:

· Target Customer:  Dr. Barry Boehm, Paul Sitko, and Dan Port

· Statement of Need:  To ensure the success of a software project, it is often necessary to assess, prioritize and mitigate potential project risks.  Defining, tracking, and assessing risks early on can help reduce long-term project costs and problems.  A software tool would help accomplish this.

· Product: Distributed Assessment of Risks Tool (DART) - a tool that will aid in identifying, assessing, prioritizing, tracking, and mitigating potential project risks. 

· Current System: The current system requires a user to manually input risk items into a word document or excel spreadsheet.  On a weekly basis, a team of stakeholders for the project ascertains risks for the project and ranks them based on the perceived severity of the risks.  Mitigation plans for the risks are also gathered.  As the number of risk items grows however, tracking risk information becomes a difficult and cumbersome task.  

· Our Product:  A software tool that helps track project risks including:

· Gathering stakeholder assessments as a function of:

· Probability of loss, P(UO)

· Magnitude of loss, L(UO)

· Rationale

· Mitigation approaches

· Aggregate results

· Generating top-n risk list

· Tracking re-assessment

· Export/Import data in CSV format

· Prioritizing risks based on risk exposure, RE = P(UO) * L(UO)

· Risk exposure / priority history

· Graphing of risks (risk history and comparisons between different risks)

· Manage Project

2.1.1 Benefits Realized

The Distributed Assessment of Risks Tool (DART) can help project managers:

Many software projects fail by succumbing to the “Field of Dreams” syndrome. This refers to the American movie in which a Midwestern farmer has a dream that if he builds a baseball field on his farm, the legendary players of the past will appear and play on it (“Build the field and the players will come”).

In the book [Thorp 1999] , John Thorp discusses the paradox that organizations’ success in profitability or market capitalization do not correlate with their level of investment in information technology (IT). He traces this paradox to an IT and software analogy of the “Field of Dreams” syndrome: “Build the software and the benefits will come”.

To counter this syndrome, Thorp and his company, the DMR Consulting Group, have developed a Benefits Realization Approach (BRA) for determining and coordinating the other initiatives besides software and IT system development that are needed in order for the organization to realize the potential IT system benefits.  MBASE has adapted some key BRA features which help a software project and its stakeholders to develop and utilize a realistic shared vision. The most significant of these features, the Results Chain, is discussed next.

· Reduce long-term project costs 

· Prevent or strongly reduce problems 

· Identify, address, and eliminate risks before they become threats to the success of the software project and the need for rework.

The Distributed Assessment of Risks Tool (DART) can help researchers:

· Automate process of collecting project risk items

· Perform data mining for research purposes

2.1.2 Results Chain
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Figure 1 - Results Chain Diagram
Figure 1 shows a simple Results Chain provided as an example in the Information Paradox. It establishes a framework linking Initiatives which consume resources (e.g., implement a new order entry system for sales) to Contributions (not delivered systems, but their effects on existing operations) and Outcomes, which may lead either to further contributions or to added value (e.g., increased sales). A particularly important contribution of Results Chain is the link to Assumptions, which condition the realization of the Outcomes. Thus, in Figure 1, if order to delivery time turns out to be an important buying criterion for the product being sold, the reduced time to deliver the product will not result in increased sales.

It establishes a realizing desired value. It also provides a valuable framework by which your project can work with your clients to identify additional non-software initiatives that may be needed to realize the potential benefits enables by the software/IT system initiative. These may also identify some additional success-critical stakeholders who need to be represented and “brought into” the shared vision.


2.2 Key Stakeholders

Identify each stakeholder by their home organization, their authorized representative for project activities, and their relation to the Results Chain. The four classic stakeholders are the software/IT system’s users, customers, developers and maintainers. Additional stakeholders may be system interfaces ( the order fulfillment people above), subcontractors, suppliers, venture capitalists, independent testers and the general public (where safety or information protection issues may be involved).

Common Pitfalls:

Being too pushy or not pushy enough in getting your immediate clients to involve the other success-critical stakeholders.  Often, this involves fairly delicate negotiations among operational organizations. If things are going slowly and you are on a tight schedule, seek the help of your higher-level managers.

Accepting just anybody  as an authorized stakeholder representative. You don’t want the stakeholder organization to give you somebody they feel they can live without.  Some good criteria for effective stakeholders are that they be empowered, representative, knowledgeable, collaborative and committed collaborative and committed.

· Clients: Barry Boehm, Paul Sitko, and Dan Port of the USC-CSE department.

· Software Maintainer:  Paul Sitko of the USC-CSE department.

· Developers: CS577b Team made up of USC-CSE graduate students.

· Users: Future CS577a and CS577b Graduate Students, Researchers, USC-CSE Affiliates.

2.3 System Boundary and Environment

Figure 2-2 is the context diagram that shows the system boundary and the set of functionalities that the project is responsible for developing. The system boundary distinguishes between the services your project will be responsible for developing and delivering and the stakeholder organizations and interfacing systems for which your project has no authority or responsibility, but with which your project must coordinate to realize a successful software/IT system and its resulting benefits.  
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Figure 2 - System Boundary and Environment Context Diagram of Proposed System
Common Pitfalls:

· Including a System Block Diagram: a block diagram clearly includes top-level designs (sometimes some low-level too), which is too early in System Analysis. A System Block Diagram belongs in the System Definition (SSRD 2.1)

· Not including on the Context Diagram (OCD 3.1.1) all the key operational stakeholders

2.4 Major Project Constraints

Summarize any constraints that are critical to the project’s success, such as:

· The project must be completed rapidly to sustain the company’s competitive edge.

· The user interface must be compatible with other company systems.

· The system must be able to adapt to changes in Internet sales tax laws.

1. 24-week Schedule

2. No budget for project

3. Scale for voting (individual value judgments can be blurred/lost)

4. COTS package vs. web based tools

2.5 Top-Level Business Case

Please refer to FRD Section 2.1 for the detailed top-level business case.

2.6 Inception Phase Plan and Required Resources

The major Inception Phase activities involving the stakeholders for this project include: two Easy WinWin Sessions, and LCO ARB.  In addition to these major activities, the project team will put in at least 12 hours per week on the project.  The clients are expected to be available at least 1 hour per week to answer questions related to the project.

No monetary cost is associated with the inception phase of the project.

2.7 Initial Spiral Objectives, Constraints, Alternatives, and Risks

The initial objective for the inception phase of the project is to come to a consensus on the major capabilities for the project that can be accomplished within the constraints mentioned in Section 2.4.

Here is an example for a corporate order-entry system: “Our sales people need a faster, more integrated order entry system to increase sales. Our proposed Web Order system would give us an e-commerce order entry system similar to Amazon.com’s, that will fit the special needs of ordering mobile homes and their aftermarket components. Unlike the template based system our main competitor bought, ours would be faster, more user friendly, and better integrated with our order fulfillment system.

These will be elaborated and analyzed during the Inception Phase, but again, the stakeholders need some pre-commitment understanding of them, particularly the major risks. They should be consistent with OCD 

2.4, Major Project Constraints.

3 Domain Description

The Domain Description (which focuses on the current system and organization) elaborates the context for the system summarized in Section 2.3. It consists of several views, which describe the domain of the project (i.e., the context in which the project will be developed and deployed, including the organization, stakeholders, etc.) at various levels of generality from the customer's and domain expert's perspective. The scope of the views should be more general than the proposed (and current) system but not so general that it is impossible to resolve details within the Shared Vision  (OCD 2). Overall the Domain Description should strive to maintain relevance to the Shared Vision. It provides the distilled rationale for:

· Why the system is being built (refers to, but not repeats results and benefits from OCD 2.1)

· What are the backgrounds of the organizations the current system is deployed in or interacts with, and what are the current system’s overall organization goals and activities (refers to, but not repeats Key Stakeholders OCD 2.2)

· Where the project is starting from (i.e. "what" is there at present to build upon, what is missing, and what is needed, etc.), what is the current system, what are the shortfalls of the current system *may refer to OCD 2.3)

· How specific or general is the current system to the organization(s) – is it mission critical, custom built, specific to the organization(s) or is it generic, commercial off the shelf ? Somewhere in between?

The goal is to describe the organizations as relevant to the project, and provide a working context for the System Analysis (“What” the proposed system is precisely). The working context serves to avoid building a system that is too general by restricting its scope to what adds value for the critical stakeholders; this provides a tangible means to measure what is or is not relevant to the project.

All sections of the Domain Description should be written in a language understood by all the stakeholders in the project, in particular customers and domain experts. This generally means describing concepts at a high, non-technical level.

577 Guidelines

Don't go too high in the organization for your project's organization background and goals. USC's overall goals may include improving USC's rank in lists of the top U.S. universities, but it is too hard to relate the project goals for a multimedia archive to such organization goals. We recommend using USC's Digital Library Initiatives as an appropriate organizational context. Here is a working good statement for these initiatives:

"To make USC’s reference materials more rapidly, reliably, easily and effectively accessible to the USC community, subject to appropriate information protection, fairness, and economic constraints."

At the level of organization goals shown above, the mapping to project goals is more meaningful and straightforward. For your library information system, it is appropriate to elaborate these overall organizational goals to relate to your project goals (e.g., defining an aspect of "easily accessible" as bringing the reference materials to the user rather than vice versa), or to particular goals of your client’s organization (e.g., Seaver Science Library, Marshall School of Business Library).

3.1 Organization Background

· Provide a brief overview (a few sentences) of the organization (within the project's context) sponsoring the development of this system

· Provide brief overview (a few sentences) of the organization that would be the end user and maintainer of the system (these may or may not be the same as the sponsoring organization)

· Include the above organizations’ mission statements and/or their objectives and goals (summarize relevant portions)

The USC Center for Software Engineering (CSE), located in Los Angeles, California is sponsoring the development of the Distributed Assessment of Risks Tool (DART).  Founded in June of 1993 by Dr. Barry Boehm, the Center’s main focus is to provide an environment for researchers and educators in the areas of large software system design and development processes, software domain architecture, and economics of software engineering.  The success of the Center is due largely in part by partnerships with various USC-CSE Affiliates from the software industry.  In return, the USC-CSE Affiliates benefit from the information and services that the CSE provides.

The maintainers and initial user of the system would be students and educators at the USC-CSE department.

3.2 Organization Goals

· Identify the broad and high-level objectives and/or aspirations of the sponsoring organization(s) and of representative organizations using the system. The goals should be relevant to, but independent from, the proposed system.  System-specific goals would be documented as Project Goals (OCD 4.1). In particular the organization goals should be expressed (perhaps by referencing) in terms of the Benefits Realized (OCD 2.1). 

· Include only the goals that indicate what the organization wishes to achieve by having the proposed system, e.g., increase sales, profits, and customer satisfaction

· The Organization Goals should be Measurable and Relevant to the current project (M.R.).

· Use a brief enumerated list, e.g.: 

Increase sales and profits via more efficient orders processing

Improve speed via faster order entry

Improve quality via better in-process order visibility, reduced order defects

Improve customer satisfaction via better and faster operations

· Test Questions for M.R.: By LCA, each organization goal should be able to clearly answer:

M: "What is a measure of this goal?"

R: "Why is it relevant to the organization?"

· To ensure Organization Goals Are Measurable and Relevant you may want to explicitly separate out how the goal is measured and its relevancy from its description. The following format suggests this: 

	Organization Goal:
	<<Give a reference number and name>> such as “OG-1: Increase Sales and Profits”

	Description:
	<<Describe the goal within the relevant organizations>> This may be deleted if the title describes it adequately, as above

	Measurable:


	<<Indicate how this goal is measured, perhaps within the results chain OCD 2.1>> such as “Since sales and profits normally vary by quarter, increases will be measured with respect to the corresponding quarter in the previous year.

	Relevant:
	<<Describe how this goal is relevant to the organizations success factors OCD 2.4 and background OCD 3.1>> such as “Increased sales improve profits via increased economies of scale.”


· [Must be consistent with OCD 2]

CSE’s main objectives are to research and develop practical software technologies that will aid its 577a/577b graduate students and USC-CSE Affiliates during the development of various software projects.  

Specifically, the goals of the Center in relation to the DART are:

	OG-1
	Improve the quality of a software project

	
	Relevance:
	Addressing project risks will reduce the likelihood of software failure

	
	Measure:
	Execute thorough test cases and mitigation plans

	OG-2
	Perform data mining and research on data collected

	
	Relevance:
	Risk history provides abundant data for analysis

	
	Measure:
	Analyze results

	OG-3
	Automate risk assessment process

	
	Relevance:
	System calculates risk exposure values from P(UO) and L(UO)

	
	Measure:
	Manually calculate risk input values


Common Pitfalls:

· Specifying Project Goals as Organization Goals

· Not clearly indicating the Measure and/or the Relevance of the goals to the Organization and the Proposed System. Measures do not have to be on an absolute scale; measures relative to other measures often are more accessible. E.g. Profits should be at least as high as the previous quarter.

· Developers introducing Organization Goals.  Organization Goals should only come from interviewing customers and domain experts:  have them describe the M. and R. 

· Having superfluous Organization Goals that are never referenced by Organization Activities, Project Goals, Capabilities or System Requirements (they should be eliminated by the LCA).

3.3 Current Organization Activity Model

· The Activity Model provides a simple overview of the sponsoring and user organization's activities within the domain and describes their relevant workflows.  The Activity Model should describe only those activities that are relevant to the proposed system (e.g., activities that the proposed system will automate or enhance or the activities that the proposed system will interact with).  The Activity Model may include activities of the current system (if one exists).

· A major objective of the Activity Model is to provide a context for the business case to be developed in FRD 2.1, such as manual order entry and verification steps to be eliminated or made more efficient by the proposed system.

· The Activity Model may show which domain entities are exchanged by the current system users (including external systems) during interactions.

· Organization activities support or carry out organization goals (OCD 3.2): note which goal the activity supports.

· Avoid overly technical or implementation related activities unless they are already present in the current system

· The current Organization Activity Model provides the contextual basis and scope for the proposed system's behaviors, but should not contain any particular behaviors of the proposed system (those belong to the Behavior Model).

· Identify activity boundaries

· Clearly label organization activities that are policies (e.g., visibility process orders <policy>) and any significant events that may occur as a result of enacting the policy (e.g., Re-order out of stock items). Policies represent a chosen protocol or mandated procedure within the organization.

· Include Activities from Entity Model specifications (OCD 3.5) and vice versa.

· (Optional) Include high-level domain use cases from the description of the current process/system.

· An example of an appropriate level of aggregation of an activity for an order entry system would be “Add a new sales item for order entry.”

· [Consistent with Interaction Model (OCD 3.6)]

The following is a list of activities that are relevant to the current system:

CS577a Team reviews, prioritizes, and submits a project risk list:

OA1.  Add risk item 

OA2.  Review last week’s risk list

OA3.  Rank present week’s list of risk items

OA4.  Prioritize risk items

OA5.  Assign action item to risk

OA6.  Submit risk assessment document to TA

CS577a TA receives and archives project risk list

 
OA7.  Obtain and review project risk list from each CS577a team


OA8.  Save Word document or Excel spreadsheet
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Figure 3 - Organization Activity Model I
RUP GL:  LCA OCD 3.3 – Current Organization Activity Model (PD)
Activity diagrams with the identification of the current workflow and roles.  Different [business] activities should have separate diagrams

3.4 Description of Current System

Provide a brief, high-level overview of the current operational system as it exists in the organization prior to building the new system.  Keep in mind that the current system may be manual or ad hoc.

· Explain the current system's (if available) scope

· What the current system does
· What other systems must remain compatible with it (e.g., order fulfillment, accounting system)

· How general is the system, how specific to the organization

· Include a high-level Block Diagram of current system that depicts the boundaries of the current system. Note: this is not to include the proposed system. This should easily relate to the Context Diagram for the proposed new system in OCD 2.3.

· Orient the content of this section strongly towards the proposed system, which will be described in the System Analysis.  Leave out clearly irrelevant items, such as internal details of the order fulfillment or accounting system.

· In the case that there is no current automated (i.e. software) system, describe what is currently (perhaps manual system) used to perform the relevant activities within the organization. For example, order verification must be performed manually by a co-worker and supervisor. This is a good way to show value of the proposed system by identifying shortfalls of the current manual system (OCD 3.7) then showing a tangible return on investment within FRD 2.1.5.

· In the event that no current system exists (i.e. a completely new system or organization) neither automated nor manual then describe a conceptual system devoid of technical details. For example, “Credit verification is only performed on an exception basis, manually for very large orders.”

The following is the current approach to track project risks: 

With respects to CSCI577a:

· Team members discuss potential project risks during weekly meetings

· Team members come to a consensus and prioritize risk items

· Risk items are listed in a word document or in an Excel spreadsheet

· Project manager submits risk list to TA on a weekly basis

· Once the 577a course has ended, risk related data will be used in future research studies to see if there is a correlation between the risk factors that were addressed to the success of the project as a whole
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Figure 4 - Current System
RUP GL:  LCA OCD 3.4 – Description of Current System (PD)

A high level block diagram, with at most the top two levels of blocks identified, which depicts the interesting sub-systems required and where degree of detail risk driven.  Do not include any of your provided (new) to be architecture(s).  Use one of the four following diagram types.

· (preferred) Class Diagram at the Rose "Use-Case View" with classes of Component Stereotype nested within classes of Node Stereotype, and associations as appropriate between components.

· Use-Case View Collaboration Diagram with Objects of Node or Component Stereotyped Classes (preferred) with a RUP Business Object Model if needed.

· High level block diagram (like the Simplifiers/Complicators diagram of homework #2) may be needed to put the purpose in context.  This can be implemented in Rose as a regular class diagram with nested classes and navigability used on the associations where appropriate.

· A combination of Component and/or Deployment View, but with a business object model if needed.

3.5 Current Entity Model

· The domain entities provide a description of the architecturally relevant "forms" that exist in the domain. Many of these entities are relevant to the proposed system: all will also be represented, directly or in part, as components in the proposed system. Therefore, it is vital to identify and clarify these forms as early as possible to encourage faithfulness of the proposed system to the domain. 

· Your customer can give you information about the existing entities:

1. What are the major entities that play a role in or interact with the current system?

2. For each major entity, what’s its general function, role, or description?

3. For each major entity, what is its specific role in or interaction with the current system?

· An example of the desired level of abstraction of an entity would be the "Catalog of Sales Items”

· Describe appropriate information for each Entity. Use a consistent Entity Specification that clearly indicates important information such as the following (but not necessarily , always adjust to MBASE risk factors):

Entity Specification template:

Identifier – Unique identifier used for traceability (e.g., E-xx)

Description –

Name –

Properties –

Activities –

Connections to other entities – (consider using a visual diagram)

· Only top level entities should be identified, an example of the desired level of abstraction of an entity would be the sales items and a catalog of sales items within an order entry system; videos, manuscripts and pamphlets are more low-level and not appropriate for being included in the OCD.  More details can be provided in the Enterprise Classification Model (SSAD 2.3).

· The Entity Model should not include any software components or any proposed entities that do not currently exist in the domain.  E.g., credit cards, software components (e.g., shopping cart) or users (e.g., System Administrator) introduced by the proposed system. Such components often represent specific parts of an Entity within the current system whereas an Entity represents a specific part of the organizations domain.

· Identify the information represented by each of the entities.  An entity is something whose information needs to be represented or interfaced with in the system.
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Figure 5 - Current System Entity Model
The following is a list of entities from the current system: 

1. CS577a TA

2. CS577a Team

3. Risk Assessment

4. Meeting

5. Risk Report

	Entity: E-01

	Title:
	CS577a TA

	Description:  
	The maintainer of the current system

	Properties:  
	n/a

	Activities:
	1. Obtain project risk list from 577a teams

2. Review risks

3.  Archive weekly project risks in team directory

	Connections:
	1. Obtain project risk list from 577a Team via e-mail

	Constraints:
	1. Manual process of tracking project risks, progress and history

	Entity: E-02

	Title:
	CS577a Team

	Description:  
	The users of the current system

	Properties:  
	n/a

	Activities:
	1.  Add new project risks (if any)

2.  Discuss last week’s risk items

3.  Prioritize risk items in meetings  

4.  Save results in word document or spreadsheet

	Connections:
	1.  Obtain project risk list from 577a Team via e-mail

	Constraints:
	1. Cannot automate process

2.  Progress is not tracked

	Entity: E-03

	Title:
	Project Risk Report

	Description:  
	Tracks the potential threats to the success of the project

	Properties:  
	1.  Total number of risk items

2.  Risks are prioritized with the highest risk listed first

	Activities:
	1.  Project risk items are submitted on a weekly basis

	Connections:
	1.  Data is reviewed by 577a Team and TA

2.  TA receives a copy of risk list

	Constraints:
	1.  Does not provide tracking capabilities

	Entity: E-04

	Title:
	Risk Assessment

	Description:  
	Risk assessment is performed on each risk item

	Properties:  
	1.  Risk assessment value 

2.  Risk assessment period

	Activities:
	1.  Risks are evaluated and assessed on a weekly basis

2.  Risks are assigned a priority level

	Connections:
	1.  577a Team participates in risk assessment

	Constraints:
	1.  Cannot change risk assessment once vote has been cast

	Entity: E-05

	Title:
	Meeting

	Description:  
	Weekly meetings are held to identify and assess risk items

	Properties:  
	1.  Risks are identified and tracked

	Activities:
	1.  Open discussion concerning risk factors

	Connections:
	1.  577a Team members attend meetings

	Constraints:
	1.  Must hold face-to-face meetings


Common Pitfalls:

· Including the current or proposed system as an Entity 

· Including entities that provide no information for the current or proposed system. To avoid this, make sure each entity is derived from and references some organization activities (OCD 3.3) or current system description (OCD 3.4)

· Not listing a large number of possible entities before selecting which ones to include

· Using system components for the proposed system as domain entities.  These do not exist until the system is built

· Including an Entity that has no direct relevance or relation to a component in the Component Model (SSAD 2.1)

· Having superfluous entities that are never referenced by components (they should be eliminated by the LCA)

· Including design related details, they belong to the Enterprise Classification Model (SSAD 2.3)

· Naming entities before providing their description

RUP GL: LCA OCD 3.5 – Current Entity Model (PD)

Use either a single Business Class diagram or a single, regular class diagram as appropriate. A risk driven level of detail of content with all key attributes, but no attribute types are allowed. No operations should be shown. High level classes or aggregated classes are enough, but not too many classes. Entire systems cannot be considered entities. Only entities about which information is stored in the system should be shown as classes.

3.6 Interaction Model

· The Interaction Model shows how the Organization Activities are carried out by the Entities and helps assign activities to entities and vice versa 

· Even when the current system does not provide automation, the interactions can be determined based on the current system boundary as described in OCD 2.3 and 3.4. 

· The Interaction Model shows how the Organization activities and Domain entities interact and helps assign activities to entities and vice versa

· It is useful for traceability and consistency checking and coverage

· Every entity and top-level activity should be included in the Interaction Model to show how they collectively perform within the organization.

· The minimum information for an Interaction Model is a simple matrix indicating which activities are related to given entities such as the following:

	
	Activity 1
	Activity 2
	…
	Activity m

	Entity 1
	X
	
	
	

	Entity 2
	
	X
	
	

	…
	
	
	
	

	Entity n
	
	
	
	


· [Must be consistent with Entity Model (OCD 3.5)]

· [Must be consistent with Organization Activity Model (OCD 3.3)]

This interaction model shows how the entities and the current activities of the CS577a/b class are related.  Please refer to Section 3.3 for the list of activities.

	
	OA1
	OA2
	OA3
	OA4
	OA5
	OA6
	OA7
	OA8

	CS577a TA
	
	
	
	
	
	X
	X
	X

	CS577a Team
	X
	X
	X
	X
	X
	X
	X
	

	Risk Project Report
	X
	X
	X
	X
	X
	X
	X
	X

	Risk Assessment
	X
	X
	X
	X
	X
	
	
	

	Meeting
	X
	X
	X
	X
	X
	
	
	


Common Pitfalls: 

· If an entity is related (connected) to another entity as indicated within the Entity Model OCD 3.5, then there must be some interaction (a set of activities or partial activities) between them as described in the Activity Model OCD 3.3. Hence the Interaction Model must indicate that these activities relate to the entities in question. That is if there is a connection between two entities in the Entity Model OCD 3.5, then there must be at leats one activity that both entities interact through.

· Listing Activities or Entities that doe not appear in OCD 3.3 or OCD 3.5.

3.7 Current System Shortfalls

· Describe limitations of the current system, in particular, how the current system does not fulfill the Organization Goals (OCD 3.2), or needs improvement in supporting some of the Organization Activities (described in detail in OCD 3.3).

· Compare and contrast with the current system (OCD 3.4).

· Include how the current system will help address Stakeholder Win Conditions.

· Manual process; too difficult and time consuming if multiple projects and project risks are tracked, assessed, and mitigated.

· In a large group of stakeholders, risk assessment becomes a cumbersome task.

· Nearly impossible to conduct a risk assessment session when stakeholders are not all present.  

· Unable to track history of risks in an easy manner.

· No extensive graphs.

· 24-week schedule.

4 Proposed System

This section describes the concept and effects of the proposed system.  It is the beginning of the proposed system analysis. Specifically it addresses the following questions:

· What the proposed system is

· How Well it should perform

· NOT How it is, or will be, implemented in software (except for constraints involving mandated integrations with COTS or legacy software compatibility)

The proposed system for the Distributed Assessment of Risks Tool (DART) is analyzed in this section. This section explains what the system is, what it performs and how well it performs.

4.1 Statement of Purpose

Refer to OCD 2, Shared Vision for the proposed system’s purpose, context, and relation to organization benefits realized. Elaborate how these relate to the Current System Shortfalls (OCD 3.7), System Boundary and Environment (OCD 2.3), Organization Background (OCD 3.1), Organization Goals (OCD 3.2), Operational Stakeholders (OCD 4.7.1)

[Consistent with Organization Background (OCD 3.1)]

[Consistent with Organization Goals (OCD 3.2)]

[Consistent with Operational Stakeholders (OCD 4.7.1)]

As described in Section 2, DART will aid students, USC-CSE Affiliates and researchers in gathering stakeholder assessments throughout the life cycle of a software project.  It will provide means to monitor and address potential threats so that the success of the project can be achieved. 

Common Pitfalls:

· Simply listing Capabilities and Behaviors as Statement of Purpose

· Including architectural decisions or implications (e.g., "The purpose is to design a client-server …")

· Including too many architectural details

· Not including relevance to the Organization Background (OCD 3.1)
4.2 Project Goals and Constraints

· Project Goals are factors, project-level constraints and assumptions that influence or contribute to the eventual outcome of the project: such as legacy code or systems, computer system compatibility constraints, COTS compatibility constraints, budget limits and time deadlines.  Project Goals may carry out or support Organization Goals and Activities.
· Project-level constraints correspond to the Constraints in the Spiral Model cycles; Capabilities and Levels of Service correspond with Spiral Model Objectives.

· Project Goals are separate from Capabilities: Project Goals usually affect many parts of the system, whereas Capabilities address more local and specific areas

· Project Goals should be M.R.S. (Measurable, Relevant, Specific).  Note that the Project Goals may also be relative to the infrastructure on which the system is based. 

· Some Project Constraints may not have a measure. In this case, indicate how one would recognize that the constraint has been adhered to within the project. 

· Defer Levels of Service until OCD 4.4

Test Questions for the MRS criteria:

M: "How is the goal measured with respect to the proposed system project?"

R: "Is this related to any Organization Goal or any external constraint?"

S: "What specific part of the system is this relevant to? What are the specific acceptable levels or thresholds with respect to the measures used? What specific parts of the system are to be measured?"

As with organization goals, to ensure Project Goals Are Measurable, Relevant, and Specific you may want to explicitly indicate these as follows: 

	Project Goal:
	<<Give a reference number and name>> such as “PG-1: Limited Schedule”

	Description:
	<<Describe this project goal>> E.g., “Achieve Initial Operational Capability (IOC) in 24 weeks”

	Measurable:


	<<Indicate how this goal can be measured with respect the specific elements it addresses. If it is a constraint that has not easy measure, indicate what needs to be looked at within the project to see that the constraint has been adhered to >> E.g., “Achieving IOC means passing a Release Readiness Review”, “

	Relevant:
	<<Describe which organization goals and activities (OCD 3.2, 3.3) or major project constraints (OCD 2.4) this goal is relevant to>> E.g., “Compatible with rapid completion constraint (OCD 2.4)”

	Specific:
	<<Describe what in particular within the organization goals and activities (OCD 3.2, 3.3) this goal addresses>> E.g., “24 weeks”. There is no need to repeat such information if it is absolutely obvious from the above information.


· [Must be consistent with OCD 2.1 and OCD 2.4]

The main goals of the project are to satisfy all stakeholders and:

	1. PG-01

	
	Title
	System implementation must be achievable in 12 weeks

	
	Description
	It is imperative to the success of the project that the system is implemented in 12 weeks during the 2002 Spring semester.

	
	Measurable
	Execute test plan

	
	Relevant
	Strict time schedule

	
	Specific
	Limit system functionalities to fit within time schedule

	
	Organization Goal
	None

	
	WinWin Agreement
	W32



	2. PG-02

	
	Title
	Very limited budget for project

	
	Description
	CSE will provide minimal monetary assistance.  

	
	Measurable
	Provide the necessary functionalities within budget

	
	Relevant
	Limited budget for purchasing COTS

	
	Specific
	Keep costs at a minimal 

	
	Organization Goal
	None

	
	WinWin

Agreement
	W30


Common Pitfalls:

· Including Organization Goals as Project Goals

· Including Levels of Service as Project Goals (defer those till OCD 4.4)

· Including Capabilities as Project Goals, these should be described in OCD 4.3

· Including Project Goals that do not reference Organization Goals or Activities (OCD 3.2, 3.3) or Major Project Constraints (OCD 2.4). If an un-referenced project goal is relevant, it should be used to used to revise its predecessors

· Including Project Goals that are not referenced by Project Requirements (SSRD 2)

4.3 Capabilities

The following proposed system capabilities provide a high level overview of the system behaviors.

· This section describes overall what products and services the operational stakeholders ideally expect from the proposed system with respect to their organizations, including desired modifications to the current system. 

· Capabilities provide a high level overview of broad categories of system behaviors, as opposed to an operational breakdown provided by System Requirements.  Capabilities should realize high-level service activities provided in the Context Diagram (OCD 2.3) and support activities in the Organization Activity Model, (OCD 3.3); reference as appropriate.

· Capabilities correspond with Spiral Model Objectives.

· Capabilities should be detailed enough to be sufficiently testable that one can determine if the capability has been implemented.

· An example of the desired level of granularity of a Capability would be “Maintain up-to-date information on sales items,” “Provide a virtual experience of touring the Doheny Library” or “Report all leave records of the employees for a given period of time” 

· Each capability may require several iterations.  Use the “just do it” approach to eliminate the pressure to get it all right on the first pass (like writing a rough draft for a term paper).  “Go with what you know” and plan to iterate it and make adjustments.

· Describe a few capabilities and work with domain experts, and operational stakeholders, to clarify and refine them. As more capabilities are documented, architects get a better idea of how those people view the proposed system (I.e. the conceptual system from their perspective).

· Minimum information for each system capability is as indicated in the following suggested template:
	1. SC-01

	
	Name
	Choose Voting Option

	
	Description
	Capture each stakeholder’s risk assessments throughout the project life cycle.  Record the probability of loss, magnitude of loss, rationale, and mitigation approaches for each risk item.  All stakeholder votes will be tallied and averaged when the assessment period closes.

	
	Priority
	High

	
	Rationale
	Data will be used to track and display history information for each risk. 

	
	Relates to
	OA1, OA3, OA4, OA5

	
	
	

	2. SC-02

	
	Name
	Manage Session

	
	Description
	User login/logout functionality that allows submission and viewing of risk information.

	
	Priority
	High

	
	Rationale
	 User Authentication

	
	Relates to
	OA7, OA8

	
	
	

	3. SC-03

	
	Name
	Import CSV File

	
	Description
	Import all raw data in CSV format

	
	Priority
	Medium

	
	Rationale
	Further research and analysis will be conducted on raw data.

	
	Relates to
	OA6, OA7, OA8

	
	
	

	4. SC-04

	
	Name
	Attain Data

	
	Description
	Display risks history, charts, and exports CSV which includes stakeholder assessments and rationale

	
	Priority
	High

	
	Rationale
	For tracking and comparison purposes

	
	Relates to
	OA2, OA8

	
	
	

	5. SC-05

	
	Name
	Project Configuration Management

	
	Description
	The administrator will be allowed to add a new project or delete an existing project.

	
	Priority
	High

	
	Rationale
	System maintenance 

	
	Relates to
	OA7

	
	
	

	6. SC-06

	
	Name
	Project Data Manager

	
	Description
	The administrator will be allowed to add or edit a project manager’s information.

	
	Priority
	High

	
	Rationale
	System maintenance 

	
	Relates to
	OA7
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Figure 6 - Proposed System Capabilities
Common Pitfalls:

· Including System Requirements as Capabilities.  Those belong in SSRD 3.2

· Including Levels of Service as Capabilities.  Those belong in OCD 4.4

· Including System Behaviors as Capabilities.  Those belong in SSAD 2.2

· Including too many Capabilities for a relatively small system (some of them may be either System Requirements or System Behaviors)

RUP GL:  LCA OCD 4.3 – Capabilities (PD)

A single, top/system [Business] Use-Case diagram substituting for all previous tabular data. Only functional elements, and a few (1-5), top level use-cases is usually enough.
4.4 Levels of Service

· Define the kinds of levels of Service required in the System (i.e., "how well" the system should perform a given capability). 

· Indicate how the Levels of Service are relevant to the Organization Goals, Capabilities and Project Goals

· Levels of Service correspond with Spiral Model Objectives or in some cases constraints, as when the level is a non-negotiable legal requirement.

· It is important at this point, not to overburden the System Analysis with Levels of Service that are not validated by the customer.

· Level of Service Requirements (SSRD 5) is supposed to be more specific than the Levels of Service.  However, it is often recommended to specify both acceptable and desired quality levels, and leave the goals flexible to produce the best balance among Level of Service Requirements (since some Level of Service Requirements conflict with each other, e.g., performance and fault-tolerance).

· If the Level of Service is well-defined, it is possible to simply refer to its OCD definition, without repeating it in the SSRD

· Levels of Service should be M.R.S. (Measurable, Relevant, Specific).  Measures should specify the unit of measurement and the conditions in which the measurement should be taken (e.g., normal operations vs. peak-load response time).  Where appropriate, include both desired and acceptable levels.  Again, don't get too hung up on measurability details.

Ensuring Levels of Service Are Measurable, Relevant and Specific

	Level of Service:
	<<Give a reference number and name>> such as “LS-1: Response time”

	Description:
	<<Describe the level of service>>, such as “1 second desired; 2 seconds acceptable”

	Measurable:


	<<Indicate how this goal can be measured with respect the specific elements it addresses – include as appropriate baseline measurements, minimum values, maximum values, average or typical or expected values, etc. >>, such as “time between hitting Enter and getting useful information on the screen”

	Relevant:
	<<Describe which system capabilities (OCD 4.3) and perhaps project goals (OCD 4.2) this level of service is relevant to>>, such as “larger delays in order processing (see capability 3 in OCD 4.3) cause user frustration”  

	Specific:
	<<Describe what in particular within the system capabilities (OCD 4.3) and perhaps project goals (4.2) this level of service addresses>>, such as “credit card validation (in capability 3 OCD 4.3) may cause significant delay when attempting to connect to the verification service”


· See Appendix B for definitions for common level of service attributes

· [Consistent with Organization Goals (OCD 3.2)]

· [Consistent with Level of Service Requirements (SSRD 5.)]

The proposed system shall exhibit the following levels of service:

	1. LS-01

	
	Title
	Usability

	
	Description
	A user’s guide will be provided 

	
	Measurable
	Track problems that arise that makes it difficult to use

	
	Relevant
	Provides ease of use to users

	
	Specific
	Create an intuitive design

	
	WinWin Agreement
	W8, A9

	2. LS-02

	
	Title
	Accuracy of Risk Exposure value

	
	Description
	Calculations of Risk Exposure (RE) shall be accurate

	
	Measurable
	Use a calculator to verify RE values

	
	Relevant
	RE value prioritizes the risk items

	
	Specific
	Accuracy is necessary to ensure that high-leveled risks are addressed first

	
	WinWin Agreement
	W9

	3. LS-03

	
	Title
	Risk Value Display Accuracy

	
	Description
	Risk values must be accurate in database and reports

	
	Measurable
	Values displayed will be checked against inputs

	
	Relevant
	Necessary for reports to be usable

	
	Specific
	Accuracy of Risk Value is necessary to ensure that RE values are calculated correctly

	
	WinWin Agreement
	W9

	4. LS-04

	
	Title
	Reliability

	
	Description
	User shall complete session without crash >90% of sessions

	
	Measurable
	100 test sessions will be conducted

	
	Relevant
	Necessary for user acceptance

	
	Specific
	Create thorough test cases to show that the System will recover from crashes

	
	WinWin Agreement
	A13

	5. LS-05

	
	Title
	Number of Users

	
	Description
	15 stakeholders should be supported by the system

	
	Measurable
	For a single project, 15 stakeholders should be able to use the system

	
	Relevant
	Good performance encourages stakeholders to use the tool

	
	Specific
	Create thorough test cases to show that up to 15 stakeholders are supported

	
	WinWin Agreement
	W17

	6. LS-06

	
	Title
	Amount of Data

	
	Description
	The System will support up to 20 risks 

	
	Measurable
	System handles 20 risks

	
	Relevant
	Good performance encourages stakeholders to use the tool

	
	Specific
	Create thorough test cases to show that up to 20 risks are supported

	
	WinWin Agreement
	W17

	7. LS-07

	
	Title
	Maximum Time Steps

	
	Description
	The system should be able to support up to 40 assessment periods.

	
	Measurable
	System handles 40 assessment periods

	
	Relevant
	Good performance encourages stakeholders to use the tool

	
	Specific
	Create thorough test cases to show that up to 40 assessment periods are supported

	
	WinWin Agreement
	W17


Common Pitfalls:

· Overburdening the system with Levels of Service that are not validated by the customer

· Including superfluous Level of Service goals. Table 2 shows typical stakeholder concerns for Level of Service.

· Including Levels of Service that do not reference Project Goals or Organization Goals

· Levels not satisfying the M.R.S. criteria 

· Including Project Goals as Levels of Service, these are described in OCD 4.2

· Including Capabilities as Levels of Service, these are described in OCD 4.3

Table 2: Stakeholder Roles / Level of Service Concerns Relationship
	Stakeholder

	Roles and Primary Responsibilities
	Level of Service Concerns

	
	
	Primary
	Secondary

	General Public
	Avoid adverse system side effects: safety, security / privacy.
	Dependability
	Evolvability & Portability

	Operator
	Avoid current and future interface problems between system and interoperating system
	Interoperability, Evolvability & Portability
	Dependability, Performance

	User
	Execute cost-effective operational missions 
	Dependability, Interoperability, Usability, Performance, Evolvability & Portability
	Development Schedule

	Maintainer
	Avoid low utility due to obsolescence; Cost-effective product support after development
	Evolvability & Portability
	Dependability

	Developer
	Avoid non-verifiable, inflexible, non-reusable product; Avoid the delay of product delivery and cost overrun.
	Evolvability & Portability, Development Cost & Schedule, Reusability
	Dependability, Interoperability, Usability, Performance

	Customer
	Avoid overrun budget and schedule; Avoid low utilization of the system
	Development Cost & Schedule, Performance, Evolvability & Portability, Reusability
	Dependability, Interoperability, Usability


4.5 Proposed System Description
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Figure 7 - Proposed System Class Diagram

The proposed system will allow users to track, assess, mitigate and manage project risks with ease.  It is designed to automate the RE calculation process, prioritization of the risk items, and tracking of all project risks.  The risk assessment results can be viewed as a graph or in text format.  The export/import data function will allow researchers to conduct further data analysis on the data collected.  The admin feature will allow the administrator to add, edit and delete project and team lead information.  The administrator will also have user privileges of the system.
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Figure 8 - Proposed System Object Diagram

· The section provides a brief description of the proposed system, and explains how the new system will address the current system's shortfalls.

RUP GL:  LCA OCD 4.5 – Proposed System Description (PD)

A single, high-level block diagram with at most the top two levels of blocks identified, which depicts the interesting sub-systems proposed, and where the degree of detail risk driven.  Do not include any of your provided (new) to be architecture(s).  Use one of the four following diagram types.

· (preferred) Class Diagram at the Rose "Use-Case View" with classes of Component Stereotype nested within classes of Node Stereotype, and associations as appropriate between components.

· Use-Case View Collaboration Diagram with Objects of Node or Component Stereotyped Classes (preferred) with a RUP Business Object Model if needed.

· High level block diagram (like the Simplifiers/Complicators diagram of homework #2) may be needed to put the purpose in context.  This can be implemented in Rose as a regular class diagram with nested classes and navigability used on the associations where appropriate.

· A combination of Component and/or Deployment View, but with a business object model if needed.

4.5.1 Proposed Activities

· Describe the workflows in the proposed concept of operation, which describes how the various operational stakeholders interact with the proposed system and each other, and how they exchange information through proposed entities.  The workflow can also identify the artifacts and information flowing between these stakeholders with or without the proposed system. 

· This should be more comprehensive yet directly relate to or flow from the current organization activity model OCD 3.3.

· Highlight differences with Current Organization Activities OCD 3.3.

· Proposed activities should demonstrate how the organization activities are being supported through the proposed system.

· Scenarios should illustrate the role of the new or modified system, its interaction with users, its interface to other systems, and operational modes (SSRD 3.2) identified for the system. 

· Identify the operational usage characteristics for each of the proposed interactions to understand the scale needs of the proposed system.

· Scenarios are defined as follows (IEEE Software, March 1994): 

In the broad sense, a scenario is simply a proposed specific use of the system.  More specifically, a scenario is a description of one or more end-to-end transactions involving the required system and its environment.  Scenarios can be documented in different ways, depending up on the level of detail needed.  The simplest form is a use case, which consists merely of a short description ; more detailed forms are called scripts.  These are usually represented as tables or diagrams and involve identifying an action and the agent (doer) of the action.

· Scenarios are illustrated through user interfaces that focus on the appearance and style aspects of user interaction. You may have to develop several prototypes to specify the look and feel of the intended system.  This section may reference prototype screens included in the OCD 5.  Other diagrams, such as storyboards (low-fidelity prototypes) may be also used as necessary.

· Although scenarios are useful in acquiring and validating requirements, they are usually not themselves requirements, because they describe the system's behavior only in specific situations; a requirement, on the other hand, usually describes what the system should do in general.

· You may want to refer to a prototype (see OCD 5)

· [Must be consistent with Current Organization Activities OCD 3.3]

The following shows the business activities of the proposed system and how the users will interact with one another while using the system.

PA-01: Manage stakeholder information

PA-02: Add/Edit/Delete Risk Item(s) to project

PA-03: Start assessment period

PA-04: Stakeholders cast votes on risk items or abstain from voting

PA-05: Close assessment period

PA-06: View All Risk List

PA-07: View Top N List

PA-08: Enter mitigation plan

PA-09: View Risk History Report

PA-10: Export/Import CSV File

PA-11: Manage Project list
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Figure 9 - Proposed Activity Diagram I:  Add New Stakeholder
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Figure 10 - Proposed Activity Diagram II:  Add New Risk
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Figure 11 - Proposed Activity Diagram III:  Enter Risk Assessment
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Figure 12 - Proposed Activity Diagram IV:  Enter Mitigation Plan
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Figure 13 - Proposed Activity Diagram V:  Export CSV File
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Figure 14 - Proposed Activity Diagram VI:  Import CSV File
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Figure 15 - Proposed Activity Diagram VII:  Add New Project
The operational scenarios of the proposed system are:

	1. OS-01

	
	Title
	Manage Stakeholder Names

	
	Stimuli
	Team Lead, User

	
	Action
	The team lead will manage the list of project stakeholders.  The stakeholders will then choose their name from a drop-down list to gain entry to the system.

	
	Information
	A field that captures the stakeholder name

	
	Prototype Screen
	See Appendix

	2. OS-02

	
	Title
	Manage Projects

	
	Stimuli
	Administrator

	
	Action
	The administrator will add, delete, or edit a project and team lead information.

	
	Information
	Project name and team lead information are captured

	
	Prototype Screen
	See Appendix

	3. OS-03

	
	Title
	Vote on risks

	
	Stimuli
	Users

	
	Action
	User votes on the risks listed for that assessment period

	
	Information
	User enters P(UO) and L(UO) values next to each risk

	
	Prototype Screen
	See Appendix

	4. OS-04

	
	Title
	Submit mitigation plan

	
	Stimuli
	Users

	
	Action
	Click on the “Risk Set Up” Hyperlink and select the risk item that you want to edit.  The next screen will allow you to enter the mitigation plan.

	
	Information
	Must enter the Mitigation Plan and the Date it was submitted.

	
	Prototype Screen
	See Appendix

	5. OS-05

	
	Title
	View Risk List

	
	Stimuli
	Users

	
	Action
	Click on the “View Risks” Hyperlink

	
	Information
	Displays all risks associated with that project.  Can change view to display Top-10 risks only.

	
	Prototype Screen
	See Appendix

	6. OS-06

	
	Title
	Export/Import CSV File

	
	Stimuli
	Users

	
	Action
	The Export/Import functionality will generate or import a CSV file

	
	Information
	The information contained in the CSV file will include the risk name, P(UO) and L(UO) values for the current assessment period.

	
	Prototype Screen
	See Appendix

	7. OS-07

	
	Title
	Manage Project Risks

	
	Stimuli
	Team Lead

	
	Action
	The team lead will manage the list of project risks.

	
	Information
	A field that captures the stakeholder name

	
	Prototype Screen
	See Appendix


Common Pitfalls:

· Simply including screen shots without any scenario description

· Too many screenshots.  Including all screens even though they may not represent important interactions in the proposed system.

· Not having a focus on the proposed system 

RUP GL:  LCA OCD 4.5.1. – Proposed Activities 

Activity diagrams with the identification of the proposed workflow and roles.  Different [business] activities should have separate diagrams.

4.5.2 Proposed Entities

The proposed system will include E-04 from the current system and the following proposed entities:

· At times, the system will introduce new entities that had no analogical parts in the existing domain.  Such entities should be described in this section.  The components in the system will often represent entities or groups of entities relevant to the proposed system. 

· The proposed entities should not include new software components (e.g., Database) or roles for which information is not required to be tracked (e.g., System Administrator) introduced by the proposed system. 

· An example of a proposed entity for a new Order Entry System would be a virtual Shopping Cart for orders being identified.

· Relations of the proposed entities to the existing domain entities should be depicted.

· Highlight differences with Current Entities OCD 3.5

· The proposed system may be a proposed entity if there are significant external (either exiting or new) entities that interact with it. This is common with projects that extend or modify an existing system.

Include this section only if any new entities are introduced by the proposed system. Use the same template as the one used to describe entities in the domain.

	Entity: PE-01

	Title:
	User

	Description:  
	User of the proposed system

	Properties:  
	1.  Name

2.  Role

	Activities:
	1. Add/Edit/Delete new project risks (if any)

2. Add/Edit/Delete new stakeholders (if any)

3. Start Assessment Period

4. Assess risks
5. Close Assessment Period

6. Enter Mitigation plan
7. View/Chart risks
8. 8.   Export CSV file

	Connections:
	Inputs are used to calculate assessments and generate reports

	Constraints:
	No user authentication or security

	Entity: PE-02

	Title:
	Risk Info

	Description:  
	A risk that may be a potential threat to the project

	Properties:  
	1.   Risk name

2.   P(UO) and L(UO) values

3. RE value

4. Rationale

5.   Mitigation plan

	Activities:
	1.  Risk results recorded in risk report

2.  Export data from risk reports

	Connections:
	1.  User exports risk data

	Constraints:
	None defined at this time

	Entity: PE-03

	Title:
	Data Repository

	Description:  
	Data Repository that stores user and risk information

	Properties:  
	Same as PE-01 and PE-02

	Activities:
	1.   Stores user information

2.   Stores risk information

	Connections:
	1.  Captures user data entries

	Constraints:
	1.  Cannot import data into repository

	Entity: PE-04

	Title:
	DART

	Description:  
	Risk assessment tracking system

	Properties:  
	1.  Gathers stakeholder assessments

	Activities:
	1.  Processes user information

2.  Processes risk assessments

3.  Generates CSV File

	Connections:
	1.  Captures user inputs

2.  Captures risk assessment values

	Constraints:
	1.  Security and authenticity not implemented

	Entity: PE-05

	Title:
	CSV File

	Description:  
	Export/Import CSV file for data mining and analysis

	Properties:  
	1.  File contains risk name, P(UO) and L(UO) values

	Activities:
	1.  Export data from risk reports

2.  Import data from user

	Connections:
	1.  User exports file

2.  User imports file

	Constraints:
	1.  Does not have filtering capability

	Entity: PE-06

	Title:
	Administrator

	Description:  
	Administrator of the proposed system

	Properties:  
	1.  Project Name

2.  Team Lead Name

	Activities:
	1.  Add/Edit/Delete Project names

2.  Add/Edit/Delete Project Team Lead names

	Connections:
	1.  Administrator creates Project

2.  Maintains DART

	Constraints:
	1.  Administrator password is not kept in database

	Entity: PE-07

	Title:
	Project

	Description:  
	The risk data is associated to one project.

	Properties:  
	1.  Project name

2.  Project Description

3.  Project team members

	Activities:
	1.  Risk info is captured for a project

	Connections:
	1.  User enters risk info associated to project

	Constraints:
	1.  Each project is stored in its own database
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Figure 16 - Proposed System Entity Model Diagram
Common Pitfalls:

· Including the proposed system as an Entity

· Using system components and external systems in the proposed system as proposed entities.

· Including an Entity that has no direct relevance or relation to a component in the Component Model (SSAD 2.1)

· Including “possible” proposed entities in LCA (they are acceptable at the LCO)

RUP GL:  LCA OCD 4.5.2 – Proposed Entities

Use either a single Business Class diagram or a single, regular class diagram.  Regular class diagrams should have all the important attributes, but no tabular descriptions elements should repeat information evident in the diagram.  No attribute types should be used, and no operations are allowed.  High level classes or aggregated classes are enough, but not too many classes.  In contrast to the generic instructions (which are oriented towards not duplicating information unnecessarily), this diagram should include newly introduced entities, relevant existing entities and their associations.

4.5.3 Proposed Interactions

· Update Interaction Model OCD 3.6 accounting for Proposed Activities OCD 4.5.1 and Proposed Entities OCD 4.5.2

Include this section only if any new interactions or entities are introduced by the proposed system. Use the same matrix as the one used to describe interactions in the current system.

	
	PA-01
	PA-02
	PA-03
	PA-04
	PA-05
	PA-06
	PA-07
	PA-08
	PA-09
	PA-10
	PA-11

	User
	X
	X
	X
	X
	X
	X
	X
	X
	X
	X
	

	Risk Info
	
	X
	
	X
	
	X
	X
	X
	X
	X
	

	Data Repository
	X
	X
	X
	X
	X
	X
	X
	X
	X
	X
	

	DART
	X
	X
	X
	X
	X
	X
	X
	X
	X
	X
	

	CSV File
	
	X
	
	X
	
	
	
	
	
	X
	

	Administrator
	X
	X
	X
	X
	X
	X
	X
	X
	X
	X
	X

	Project
	X
	X
	X
	X
	X
	X
	X
	X
	X
	X
	X


4.6 Redressal of Current System Shortfalls

· Describe how the successful development and installation of the proposed system would address the shortfalls in the current system and allow the Organization to meet its Goals.  Note that the proposed system can either, extend, enhance or replace the current system.

· Compare and contrast Current System Shortfalls OCD 3.7 with the proposed system Capabilities (OCD 4.3), or Levels of Service (OCD 4.4), as appropriate. 

· [Consistent with Organization Goals (OCD 3.2)]

The proposed system can deal with the following current system shortfalls:

· Automate process of tracking project risks

· Calculate the RE value according to the P(UO) and L(UO) entered

· Display assessment results in text and graphs

· Track mitigation plans and progress

· Track risk history

· Generate risk reports

· Export assessment results in CSV file

· Track multiple projects

Common Pitfalls:

· Confusing with Organization Goals

· Not including relevance to the Organization Background (OCD 3.1)

4.7 Effects of Operation

This section presents the effects of the proposed concept of operation and describes how the system’s operational stakeholders (users, operators, maintainers, inter-operators, managers, etc.) will interact with the system, and how they will interact with each other in the context of the system. It should elaborate upon the Results Chain defined in OCD 2.1

The proposed system will affect the routines that the current system follows.  Instead of holding face-to-face meetings to obtain, review, assess, and mitigate project risks, the proposed system will allow users to conduct these activities at their own time (as long as it’s within the assessment period).  The users will no longer need to submit their risk list to the TA’s but rather, the TA will need to export the data file at the end of each week.

4.7.1 Operational Stakeholders

· Describe the operational stakeholders (e.g., users, system administrator, etc.) who will interact with the new or modified system, including, as applicable, organizational structures, training/skills, responsibilities, and interactions with one another.

· Do not include development-related stakeholders and organizations such as developers, software maintainers and customers.

· Provide organization charts showing the responsibility relations between the various organizations involved in the software life cycle process, and identify the key responsible personnel within each organization.

· For each stakeholder, list:

· Major activities performed by that stakeholder

· Assumptions about User Characteristics

· Frequency of usage

· Expected expertise (with software systems and the application domain) 

· [Consistent with Key Stakeholders (OCD 2.2)]

· [Consistent with Proposed Activities (OCD 4.5.1)]

· [Consistent with Organization Activity Model (OCD 3.3)]

· [Consistent with Stakeholder Responsibilities (LCP 3.1)]

The operational stakeholders include: 

	1. 
	Stakeholder
	Project Manager

	
	Activities Performed
	Project Manager will review and verify stakeholder assessments and provide mitigation plan.

	
	Usage Characteristics
	The Project Manger will use the system throughout the project life cycle.

	2. 
	Stakeholder
	Project Members

	
	Activities Performed
	Project Members will submit their votes and rationale for each risk during the assessment period.

	
	User Characteristics
	Project Members will use the system on a weekly basis to assess project risks.

	3. 
	Stakeholder
	System Maintainer

	
	Activities Performed
	The System Maintainer will enhance and maintain the system.

	
	User Characteristics
	The System Maintainer will perform necessary tasks when needed.

	4.
	Stakeholder
	Top Management

	
	Activities Performed
	Top Management personnel use the tool to track the progress of the project and the possible impacts on future business opportunities.

	
	User Characteristics
	Views reports.

	5.
	Stakeholder
	Project Customers

	
	Activities Performed
	Project Customers will review project risk data.

	
	User Characteristics
	Views reports.

	6.
	Stakeholder
	577 Professor

	
	Activities Performed
	577 Professor will review project risk data.

	
	User Characteristics
	Views reports and analyze data.

	7.
	Stakeholder
	Reviewers (LCO, LCA, etc.)

	
	Activities Performed
	Reviews will review project risk data.

	
	User Characteristics
	Views reports and analyze data.


Common Pitfalls:

· Including development-related agents and stakeholders
4.7.2 Organizational Relationships

Include a specialized (i.e., derived from the main organizational chart) organization chart indicating the relations among the system's operational stakeholders’ management hierarchies.

· This serves to verify the following:

· Project scope fits within client’s authority scope or cross organizational boundaries

· Solution does not introduce organizational friction

· Solution does not shift power, confuse lines of authority, nor put outside parties on critical path for regular operational procedures

· The operational stakeholders' development-related responsibilities, as well as development-related stakeholders, during the various phases of the project life cycle, will be defined in LCP 3.1, including:

· Organizational Responsibilities

· Global Organization Charts

· Organizational Commitment Responsibilities

· Stakeholder Responsibilities

CSE offers CS577a and CS577b courses every Fall and Spring semester respectively.  The students of CS577 will be the initial users of the system.  Following several iterations, DART will be offered to CSE affiliates.


Figure 17 - Organizational Relationship Chart
Common Pitfalls:

· Mixing class hierarchies and reporting hierarchies in an Organization Chart

· Mixing people and organization units in different parts of the same Organization Chart (ok to put a title and a name in the same box)

· Including development-related agents and stakeholders

4.7.3 Operational Policies and Constraints

· Include additional proposed policies and constraints for usage of the new capabilities (e.g., policies on audit trails, information access, \, copyright protection, etc.)

· You may also reference any existing organization policies (include in the Appendix, OCD 5)

· Voting restrictions: fixed scale

· Online help will not be provided

4.7.4 Operational Impacts

List impacts of the new operational concept on operational personnel, procedures, performance and management functions due to parallel operation of new and existing system, during transition, and likely evolution of roles and responsibilities, thereafter. Relate these to the complementary Initiatives in the Results Chain (OCD 2.1)

The following is a list of operation impacts once the proposed system is in operation:

· Tracking risk history will be automated

· Stakeholder risk assessments will be recorded

· Prioritization of risks will be automated

· Calculation of RE values will be automated

· Automatic generation of risk reports

· Online help will not be provided

4.7.5 Organizational Impacts

Describe anticipated organizational impacts on the user, customer, once the system is in operation. These impacts may include modification of responsibilities; addition or elimination of responsibilities or positions; need for training or retraining; and changes in number, skill levels, position identifiers, or location of personnel in various modes of operation.

The following is a list of organization impacts once the proposed system is in operation:

· Users will no longer need to save risk lists in word or excel

· Each week, the TA will no longer receive >10 emails containing each team’s risk list

4.8 Future System Enhancements 

The following list details the future requirements of DART.  CS577a/CS577b will not be architecting these future requirements.  The list will serve as a guide for the next iteration of DART.  Further Easy WinWin negations may be required in the future to fine-tune these requirements.

	FSE-01

	Title:
	Distributed Collaboration

	Description:
	Risk tool will support input from multiple users at different locations.

	Proposed Activity:
	Interactive collaboration between stakeholders so that the stakeholder can have a better understanding of the risk before/while they vote.

	Reference:
	W20

	

	FSE-02

	Title:
	Risk Forecasting

	Description:
	Risk tool architecture will support the incorporation of risk forecasting features that will allow users to predict the RE value of a future date.  Management can then verify the risk’s progress.

	Proposed Activity:
	Fields will be provided for a user to input expected risk values at upcoming milestones.

	Reference:
	W39

	

	FSE-03

	Title:
	Report Filters

	Description:
	Risk tool architecture will support the incorporation of filters for generating reports.

	Proposed Activity:
	User can customize report content and format.

	Reference:
	W42

	

	FSE-04

	Title:
	Risk Reduction Monitoring

	Description:
	The risk tool will monitor risk reduction schedules and warn developers and managers when updates are expected.

	Proposed Activity:
	Whenever an update is expected for a risk mitigation plan as decided by the project, the users should be warned that an update is needed.

	Reference:
	W35

	

	FSE-05

	Title:
	Action Item Priorities

	Description:
	Risk data will include action item priorities.

	Proposed Activity:
	Allow each risk to have an associated action item priority so that the risk can be tracked after meetings and risk list can be resorted by this field.

	Reference:
	W40

	

	FSE-06

	Title:
	Multiple Projects Support

	Description:
	The risk tool will hold risks for multiple projects and be able to display data drawn from all projects.

	Proposed Activity:
	Provide single interface to multiple projects.

	Reference:
	W36

	

	FSE-07

	Title:
	Database Hook Up

	Description:
	The risk tool will have the ability to hook up to various databases that contain user login information (i.e. using LDAP technology).

	Proposed Activity:
	Facilitate the creation of accounts in a semi-automatic way.

	Reference:
	RLCA ARB 2/14/02

	
	


5 Prototyping

This section describes the results of prototyping efforts. In particular, reference items in other areas (OCD, SSRD, LCP, etc.) that prototyping directly addresses such as requirements feasibility, COTS assessment and integration, design and schedule risks. Prototypes help with your customer negotiations:

· Reality check:  are you building what the customer expected?

· A prototype gets you past “I’ll know it when I see it.”

· Makes your project concrete for the customer.

· Focuses negotiations on user concerns (when the customer isn’t the end user).

Prototypes help you design your product:

· Any gaps or inconsistencies in the design/requirements may be revealed.

· Questionable or difficult aspects can be tried out.

· Outright errors in your initial design may show up.

· Weaknesses in the development team’s skills may be revealed (in time to get training).

· Unanticipated problems with implementation technologies may be revealed (in time to try something else).

· More important or more difficult requirements or components show up; knowing about these things helps with making a reasonable schedule and division of labor.

Prototypes may be classified as:

· Non-functional (for “look and feel”):

· Images.

· Static interface (in some language).

· Example interaction (series of slides, or a log or journal file).

· Functional (in various degrees):

· Anything that runs and shows off some system features.

· Prototypes may be classified as corresponding to phases in the development, from “Initial” to “Pre-alpha” ( “Alpha” and “Beta” are industry parlance for pre-release software.  An Alpha release includes major features, but isn’t intended for general use.  A beta release should be mostly complete, but still needs testing.)

Prototypes may be classified by their intended use:

· A prototype might be used to demonstrate the user interface, rather than the program’s function.

· A prototype might be used to demonstrate a programs function (in this case the UI is less important).

· Any test program written to “try out” a technology or design aspect is a prototype.  Prototypes may exist only to help the development team, rather than to show to the world.

Common Pitfall: treating prototyping as an independent modeling activity (i.e. not integrating with other MBASE models such as System Capabilities)

5.1 Objectives

The main objective of the prototype is to give an overview of the system requirements and functionalities. The prototype will attempt to show how the proposed system would combine, organize and display the risk assessment results.  The goal is that the data will be represented in a clear and logical manner and that all the required information will be captured.Describe the critical issues and risks that the prototype is attempting to resolve and the uncertainties that the prototype is trying to address

Common Pitfall: One common pitfall when prototyping is to fail to describe the prototype from the perspective of the client. In particular, the prototype should be user-oriented, and should avoid abstracting elements. It helps to use realistic sample data in the various prototype screens.  E.g., use ‘Scrabble’, ‘Monopoly’, ‘Clue’, as opposed to ‘Item 1’, ‘Item 2’, ‘Item 3’.

5.2 Approach

I. The first approach in developing the prototype was to take the point of view of the project manager.  By taking this stand, it would provide a means to determine what kind information is needed to track the progress of the project.

II. A win condition for the tool was to have a distributed interface.  A static html prototype (see Appendix A) was created to illustrate how users will view the risk information.  The goal is to see what the users think about the navigation and access capabilities of the tool as they traverse through the risk assessment data.

III. Exporting the risk data from the tool for the purposes of data mining is another area that is targeted for prototyping.  The purpose of the exported data should be understood in order to provide meaningful output results in a format that is easy to manipulate by the user.  

IV. The prototype of the tool itself would be generated.   This would include the user interface for the risk input, stakeholder input, risk history viewing & exporting interfaces.  The goal is to determine if the basic functionality of tool is incorporatedDescribe the type of prototypes , the stakeholders who will participate in prototyping efforts, and the development tools used.

Describe the type of prototypes , the stakeholders who will participate in prototyping efforts, and the development tools used.

5.2.1 Scope and Extent

The scope of the prototype is to demonstrate the interaction that the user would have with the tool and give an idea of the tool’s capabilities.

· Describe the type of prototypes (mock-up, functional, etc.) built and how they address the objectives stated in OCD 5.1

· Explain the degree of faithfulness to the proposed system each prototype is expected to have.

· Describe the extent that each prototype is expected to contribute to the implementation of the proposed system.

5.2.2 Participants

· Describe any participation on the part of the clients in the prototyping effort: e.g., changes requested after initial evaluation

Paul Sitko is the primary participant from the client organization who will provide the feedback for the prototype. Dr. Boehm and Dan Port will also be kept apprized of the prototype progress.

5.2.3 Tools

HTML is used to generate the user interface for the prototype.  Notepad will be used to generate a prototype of the exported output file.  These tools have been chosen because they allow for quick prototyping.

· Describe briefly the tool used to develop the prototype and the reasons for choosing that tool.

· Describe how adequate the tool turned out to be to your needs, or whether you are contemplating using a different tool

Example: "We started by creating a Web based prototype. But we decide to move to Microsoft Access since the system does not require public access and will be used only at the reference librarian desk".

5.2.4 Revision History

· Mention whether this is the first prototype, or a revised one, including changes suggested by client, etc...

· Keep a simple Version Control history for the prototype, independent of the one for the overall OCD

This is second version of the prototype for the LCA phase.

5.3 Initial Results

For each aspect of the system that you prototyped, describe the:

a. Current way of performing activity

Example: "Currently, orders are entered via phone, email, or fax without interactive confirmation of price and availability.”

b. Proposed way of performing activity

· Include screen shot of relevant prototype screen

· Brief explanations on how system will be used as illustrated by prototype screen (You may annotate explanations directly on screen shots)

· You may propose multiple screens, and indicate which one your client preferred (or maybe hasn't decided yet which one to use).

Example: 

· Home page: Client is provided company and new-specials information, and is asked for name, account number, and indication of user type: consumer, corporate, or dealer (see screen image).

· Search Page: Client is offered the option of a single keyword search of all fields, or a more complex search (see screen image).

The web-based prototype was valuable in identifying the preferred method for graphing risk data.  The relative risk graph (P(UO) vs. L(UO) )was preferred over a risk history graph, (Risk Exposure vs. Time) shown in the prototype. (page of web shot) .  However, the client agreed that the latter probably has more of a priority.  As a result, the next step would be to identity the best way of displaying the risk history (i.e. colored “stop light chart” or a line graph) that would be comprehendible and relatively simple to implement.

5.4 Conclusions

List by order of priority the items that you will be looking into next, during the next round of prototyping

· List the most critical risks that you hope to resolve by doing further prototyping

· Example: "Current prototype suffers from navigability problems: we will be looking into improving the usability and the navigability using frames, site maps, etc."

· Describe how effective each prototype was in overcoming initial IKIWISI (I'll Know It When I See It) client expectations
TBDTBDSfadfa
The prototype has helped us to further define the initial capabilities, requirements and look-and-feel of the tool.  However, many risks and issues still need to be resolved in later iterations of the prototype.  Some of the risks and issues are:

· Voting interface is not well defined

· At what point does the user enter the mitigation plan

The prototype has provided valuable IKIWISI feedback from the clients.   The issues and uncertainties that were discussed will be addressed in later prototype iterations.

6 Common Definition Language for Domain Description

· Include an alphabetical listing of all uncommon or organization-specific terms, acronyms, abbreviations, and their meanings and definitions, to understand the Domain Description

· Avoid implementation technology terms at this point
· CDL items are often answers to questions that you ask to the client: “What does this mean?”
Center for Software Engineering (CSE)

The organization sponsoring the development of the system

CSV

      Comma-separated variable 

DART

      Distributed Assessment of Risks Tool 

HTML

      Hypertext Markup Language 

IKIWISI

I’ll know it when I see it

L(UO)

      Magnitude of Loss

P(UO)
      Probability of Loss

RE

      Risk Exposure

Risk

A potential problem with a development project, described in terms of RE = P(UO) x L(UO)

USC-CS

University of Southern California – Computer Science

User

A general term for someone who uses the system in any capacity
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· As applicable, each appendix shall be referenced in the main body of the document where the data would normally have been provided.

· Include supporting documentation or pointers to electronic files containing:

· Policies (e.g., applicable Copyright Laws)

· Descriptions of capabilities of similar systems

· Additional background information

Mike Klug – Project Manager


Chris Patel – Development Integrator


Pallavi Raghavan – Developer


Lucy Wong – Developer


Antonia Yeung – System Engineer
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