CSCI 577a
            Risk Assessment Tool WinWin Results
   Team 15


Negotiation Topics 

1. Project & Process

NOTE: General constraints and mandates placed upon the design team, as well as non-negotiable global constraints: e.g., solution constraints on the way that the problem must be solved, such as a mandated technology. 

Project Requirements are such that, if they were left unmet, then the proposed system would not be acceptable or would not satisfy Win conditions for the success-critical stakeholders.

Project Requirements should be M.A.R.S. (Measurable, Achievable, Relevant, Specific) 

1.1 Budget and Schedule

NOTE: Mandated cost and schedule constraints in terms of dollars and calendar months available for project completion.

Time available from the customer representative during the project for discussions and meetings. 

1.2 Development

NOTE: Software, tools and equipment required for the construction of the system and clearly identify those to be provided by the customer.

Configuration, version, type or any other information required to identify the piece of resource and estimate its cost.

Programming language constraints and reference to the standards required to be complied with. 

1.2.1 Computer Hardware/Software Platform

1.2.2 Computer Communication

1.2.3 Development Language

1.2.4 Software and Tools

1.2.4.1 Database Backend

1.2.4.2 Development Environment

1.2.4.3 Test Environment

1.2.5 Standards Compliance

1.3 Packaging

NOTE: Requirements for packaging, labeling, and handling the system for delivery and transition: Installation Assumptions, deployment hardware and software, 
Installer experience/skills, Post-installation requirements, Re-packaging, Uninstall, Transport and delivery 

1.4 Implementation & Transition

NOTE: Resources required during transition of the system to the customer including training and documentation.

Operational environment required to implement the system in the customer organization with details about the equipment and tools required. {#91}

1.5 Support & Maintenance

NOTE: Environment required to be used for the support of the delivered system. 

1.6 Project Title

2. Capabilities

NOTE: Function and services the system should provide. System requirements are split into nominal and off-nominal requirements based on whether they are the primary means of using the system or arise out of the need to support exceptional or variant scenarios. {#93}

2.1 Nominal System Capabilities

2.1.1 Level 1 Capabilities (Core Capabilities)

2.1.1.1 Risk Prioritization

2.1.1.2 Top "n" Risk List

2.1.1.3 Risk Priority History

2.1.2 Level 2 Capabilities (Collaborative Capabilities)

2.1.3 Level 3 Capabilities (Distributive Capabilities)

2.2 Off-nominal capabilities

2.2.1 Data Corruption & Recovery

3. System Interface

NOTE: How the software should interface with other systems or users for input or output.  

3.1 User Interface

NOTE: Requirements on the various User Interfaces the system presents to the various users. Examples: Graphical User Interface(s), Command-Line Interface(s), Application Programming Interface(s), Diagnostics Interface(s). {#96}

3.1.1 File/Project Delineation

3.1.2 Risk Entry

3.1.2.1 Risk Priority

3.1.2.2 Risk Mitigation

3.1.2.3 Risk Impact Information

3.1.3 Stakeholder Entry

3.1.3.1 Role

3.1.4 Risk Priority Calculation and Voting

3.1.4.1 Risk Probability

3.1.4.2 Size of Loss

3.1.4.3 Risk Exposure

3.1.5 Reports and Graphs

3.1.5.1 Top "n" Risk List

3.1.5.2 Risk Priority History

What types of things are in the history?  What's good enough?  Ranking? Rationale? 

3.1.5.3 Other

3.1.6 Exporting

3.1.7 Importing

3.2 Communications Interface

NOTE: Requirements on the interfaces with any communications devices (e.g., Network interfaces) if they are part of the system 

Is it real-time? 

3.3 Other System Interface

3.4 Browser Support

3.5 COTS Interfaces

3.6 EZ-DCPT

4. Level of Service

NOTE: "How well" the system should perform given requirements. Level of Service Requirements should be M.A.R.S. (Measurable, Achievable, Relevant, Specific)." 

4.1 Dependability

NOTE: Dependability is defined as “that property of a computer system such that reliance can justifiably be placed on the service it delivers” [Laprie, 1992]. Depending on the intended application of the system dependability is usually expressed as a number of inter-dependent properties such as reliability,

maintainability and safety. {#101}

4.2 Interoperability

NOTE: Interoperability is defined by the ability of two or more systems or components to exchange information and to use the information that has been exchanged. }

4.3 Usability

NOTE: Usability is defined by the ease with which a user can learn to operate, prepare inputs for, and interpret outputs of a system or component. 

4.3.1 Lowest Supported Screen Resolution

4.3.2 Default Font Size

4.4 Performance

NOTE: Performance is defined by the degree to which a system or component accomplishes its designated functions within given constraints, such as speed, accuracy, or memory usage. 

4.5 Adaptability

NOTE: Adaptability is defined by the ease with which a system or component can be modified for use in applications or environments other than those for which it was specifically designed. 

4.6 Reusability

NOTE: Reusability is the degree to which a software module or other work product can be used in more than one computer program or software system. 
4.7 Security

4.8 Accessibility

5. Evolution

NOTE: Foreseeable directions of the system growth and change. 

5.1 Capability Evolution

5.1.1 Agents

5.1.2 Tracking Multiple Projects

5.2 Interface Evolution

5.3 Technology Evolution

5.4 Workload Evolution

Glossary of Terms

Absolute Exposure - Risks are not ranked as 1, 2, 3 but instead RE is used to sort risks highest RE to lowest RE. 

· Risks should be displayed with absolute exposure, not relative.  Some projects will have lots of high risks, some will have all low risks. 

· What is absolute exposure? 

· We should have absolute exposure because relative exposure leaves a lot up to the users interpretation. 

Action item priority - Priority of mitigation action versus priority of the risk itself. 

· Reporting prioritiy should be by risk exposure for simplicity, but action item priority may be different based on time-criticality {#458}

Advanced prototype -  Prototype including advanced features such as distributed collaboration and graphic editing. 

Modest sums - This is a value to be assigned by CSCI.  Most probably less than $500. 

· mysql would be fine.  CSE is prepared to pay modest sums for tools,  licenses, etc.  that really make a difference to the project. {#462}

· a number value for "modest sums" is necessary for the team to make decisions.  it controls what options we research. {#463}

Collaborative - to work together especially in some sort of literary, artistic, or scientific undertaking. 

· Collaborative work is done by using a single file and passing around to other users.  [developer] 

· distributed and collaborative are probably not feasible in 12 weeks. {#466}

· very simple distributed or collaborative features that are achievable in 12 weeks would be desirable. {#467}

· please explain what "simple distributed and collaborative features" mean. {#468}

· In a distributed or collaborative environment users have read-only or read-write access.  No combinations depending on who they are. {#469}

· Distributed and Collaborative might get tricky while preventingusers from changing the same data simultaneously. {#470}

Distributed – operating on different types of systems at any time an at different locations.
· This tool should be a distributed and collaboration system. - client {#472}

· That's a good first iteration.  Collaboration and distributed access can come in later iterations. {#473}

· distributed and collaborative are probably not feasible in 12 weeks. {#474}

· very simple distributed or collaborative features that are achievable in 12 weeks would be desirable. 

· please explain what "simple distributed and collaborative features" mean. {#476}

· simple distributed would mean no simultaneous access by users and single computer for entry of data or project file is passed around.  [developer] {#477}
· distributed access to the data is more useful than collaboration. {#478}
· In a distributed or collaborative environment users have read-only or read-write access.  No combinations depending on who they are. {#479}

· Distributed and Collaborative might get tricky while preventingusers from changing the same data simultaneously. {#480} 

Risk exposure – calculated value of P(UO)  times L(UO) for a particular.  The result is an assessment of that risk.

Core Capabilities – The basic capabilities needed for the tool to be useful for CS 577. 

· Must figure out what core capabilities should be. {#487}

CSV – Comma separate variable format.  This is the exported format of for the data.  See the CSV standard. 

· If the file is in the CSV format, we would kill 2 birds with one stone. {#489}

· CSV is okay. - client {#490}

· What if the column has multiple entries separated by a comma?  will the CSV format interpret that  as the next field? {#491}

· Developers should look at how CSV handle multiple commas and other exceptions. There are rules. - client {#492}

· Imported data should be in CSV format.  Data items should be the same as those entered by the user via the GUI.  [developer] {#493}

· Export/Import in CSV format. {#494}

Action Item - A "to do" assigned out of a meeting discussion.  It may be part of the mitigation plan. 

· Reporting prioritiy should be by risk exposure for simplicity, but action item priority may be different based on time-criticality {#496}

Filter - Creating a report from elements in the database that meet specified criteria. 

Result  Charts

Capabilities
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Win Conditions and Agreements (WinWin Tree)

1. Capabilities

1.1  W1 [LHF] Collaborative work will be supported by allowing every team member to vote on a risk with respect to P(UO) and S(UO).

1.1.1 A17- This would be part of voter input [W2]  [developer, client]

1.2 W2 [LHF] Data associated with risk voting are P(UO), S(UO), rationale/notes, and summary.  [developer]

1.2.1 A18-This is the voter input an will also be tracked. [architect, client]

1.3 W3 [LHF] Voting scheme is based on a whole number scale (1-10). 

1.3.1 A19 - This would be the input types for P(UO) and L(UO) values. [developer, client]

1.4 W4 [LHF] Distributed results viewing 

1.4.1 A20 - User will be able to view the result of the risk assessment in a distributive manner. [architect, client]

1.5 W5 [FGT] Distributed team voting

1.5.1 I7 The scope of this task is too large to complete in 12 weeks. [Manager]

1.5.1.1 O8 Implement a simple collaborative system for voting (but not distributed).[Mangaer]

1.5.1.1.1 A8 First iteration will be a simple collaborative voting system that's usable and the architecture will allow for future distributed capability.[team]

1.6 W6 [LHF] Providing a place for information on risk mitigation plans will make it more usable for users outside the risk project's development team. [



1.6.1 A1 Make it a text box for the mitigation plan [developer,architect]


1.7 W7 [FGT] It would be desirable to be able to incorporate references to documents or url's



1.7.1 A21- This is low priority[client, manager]


1.8 W8 [MLR] No online help provided.  User's guide instead.  [developer]



1.8.1 I8 Does this imply that online help will never be implemented?[Client]




1.8.1.1 O9-The architecture will not restrict the implementation of online help in the future.[Architect]





1.8.1.1.1 A9 User's guide will be provided and the architecture will not restrict the implementation of online help in the future. [client, architect]


1.9 W9 [LHF] Risks should be displayed with absolute exposure.  The exposure calculated for a risk is the absolute value (ie, p 8, loss 8, ex 64).  Those values should be tracked instead of just having risk #1, #2, #3.  If risk one has an exposure of 90, the exposure of the next one could be 88 or 16--we should display that instead of just saying #2. {#250}



1.9.1 A22 - RE values will be displayed with absolute values [client, architect]


1.10 W10 [LHF] Priority is determined by the RE value.



1.10.1 A23 - Risk assessments will be determined by the calculated RE number. [client, developer]


1.11 W11 [LHF] The top-n risk history shows the change in Risk Exposure for the current and last week (assessment period).



1.11.1 A24 - History will start with the last weeks values.  The current weeks assessment values are for the voting period.[manager, client]


1.12 W12 [LHF] User can view all risks or top-n risks.



1.12.1 A25 - All user will have access to the top n risk history data [developer. client]


1.13 W13 [LHF/MLR] The "n" is the "Top 'n' Risk List" is programmable by the user.  [developer]



1.13.1 I1 We don't believe this is important for the initial phase [Manager]




1.13.1.1 O1 For now, n will be 10 [Manager]





1.13.1.1.1 A2 n will be 10 for now but in the future, n will be programmable[Client, manager, architect]


1.14 W14 [FGT] Track the number of times a risk appears on the top-n list.



1.14.1 A26 - We agree that this will be an evolutionary requirement.[developer]


1.15 W15 [MLR] Track the number of consecutive weeks the risk has been on the top-n list since the last time it was dropped off the list.



1.15.1 A10  Keep track of consecutive weeks each risk has appeared on top-n list.[developer, client]


1.16 W16 [MLR] Put breadcrumbs on each page so that you know how deep into the project/risk hierarchy you are.



1.16.1 A27- This may be future enhancement.{developer]


1.17 W17 [LHF] Create a tool that supports an individual user. [developer]



1.17.1 A28 - tool at minimum will be able to support one user. [client, manager]


1.18 W18 [LHF] Do not overwhelm the user with data.  [Client]



1.18.1 A29 - data will be displayed in a clear fashion. [client, developer, architect, manager]


1.19 W19 [LHF] Keep all history data for each risk and provide a history graph for risks (time versus RE)



1.19.1 A30- Will be designed as part of risk viewing. [client, developer, architect, manager]

2. Level of Service


2.1 W20 [FGT] Support simultaneous users' input at collaboration level. [developer]



2.1.1 I8 This may not be implementable now, but should be considered for the future.[Manager]




2.1.1.1 O9 - Architecture would accommodate the this capability [architect]





2.1.1.1.1 A16 System architecture will be designed so that simultaneous user input can be implemented in a future iteration of the program.


2.2 W21 [IWH] The project manager has full access.  Other users have read-only access to other people's data and read/write access to their own data. 



2.2.1 A11 This feature will be supported when the distributed part of the system is implemented.[manager]


2.3 W22 [MLR] The project manager should have the final say on what risk numbers and text  are reported at the project level.  The team inputs should be considered advisory (and perhaps just accessible from within the team).



2.3.1 A12 This feature will be supported when the distributed part of the system is implemented. (Same as user rights/privileges) [manager]


2.4 W23 [IWH] The output needs to be useful for future development teams--the risk output needs to be meaningful for them.



2.4.1 A31- Data will be presented in a clear fashion.  [client ,developer, architect, manager]


2.5 W24 [FGT] It should be easy to get hardcopies of the information.  Color-coded information should be distinguishable on black-and-white hardcopies.



2.5.1 A32 -this is a low priority. [client]

2.6 W25 [FGT] System should be crash proof within a certain degree (to be determined later).



2.6.1 A13 The system will be tested in such a manner that crashes will be minimal.  The testing schedule will be discussed in the Life Cycle Plan (LCP).[architect]


2.7 W26 [FGT] Project manager has privileges to change access permissions for all users.



2.7.1 A33- All user can have access to all parts of the tool. [architect]

3. Interfaces


3.1 W27 [FGT] Imported data should be in CSV format.  Data items should be the same as those entered by the user via the GUI.  [developer]



3.1.1 A34 - Data will be entered using the GUI.[developer]


3.2 W28 [LHF/MLR] Exported data should be the raw data entered by the user plus the RE.  [user]



3.2.1 I2 What will the output file be used for?[developer]  We are doing research on data mining. The exported data may be used for the research. It's important to export all data (except derivable data). Personally I prefer to save the output file as CSV. In that case, you don't have to implement open/save and import/export separately. {#296} [client]




3.2.1.1 O2 Export summary data only [Client, developer]




3.2.1.2 O3 Export history of the risks only [client, developer]





3.2.1.2.1 A3 Program will allow for the exporting of data associated with the risks (post vote) with or without calculated data.  Data concerning stakeholder votes will not be output[client, developer



3.2.2 I3 Hard to implement (depending on what they want) [Architect]




3.2.2.1 O4 Need to investigate it [Architect]





3.2.2.1.1 A4 We will investigate the easy way to implement this. (See W31)


3.3 W29 [FGT] Allow voters to move dots (risks) around so they are aware of the relationship the risk have.



3.3.1 I9 It's an one of the important win conditions of clients.  This win condition should be at least MLR instead of FGT.[client]




3.3.1.1 O10- we can architect it and not implement it. [architect]





3.3.1.1.1 A17 Architecture of the system will allow for different ways of entering stakeholder votes.  Straight number entry will be the first iteration while the architecture will {client, developer, architect]

4. Project & Process


4.1 W30 [LHF] System needs to avoid reliance on very expensive infrastructure (e.g., Oracle), which would make it de-facto unusable by small organizations



4.1.1 A35 - we will look into other infrastructure options [architect]


4.2 W31 [LHF/MLR] Developers should do research on several development options (like client-server, web-based, etc.) and should let clients know the pros and cons of the options. This includes the the use of a DB or just plain flat file (CSV, etc). – [client]



4.2.1 I4 This isn't a win condition but a life cycle planning (LCP) question. [Manager]




4.2.1.1 O5 Make sure to address research for development options in the LCP. [Client]





4.2.1.1.1 A5  LCP will address research into different development options.[client, manager]


4.3 W32 [LHF/MLR] Project should be achievable in 12 weeks. 



4.3.1 I5 We received different viewpoints from Port and Boehm [Requirements]




4.3.1.1 O6 Implement core capabilities (described in our documents) but leave room for future capabilties [Client]





4.3.1.1.1 A6 Make it functional enough to deploy it and get user feedback.[client, architect, developer]

5. Evolution


5.1 W33 [IWH] Future versions of the tool should allow for the customization of the scale (High to Low, instead of 10 - 1).



5.1.1 A36 - Architecture will allow for customization of the input scale.[architecture]


5.2 W34 [FGT] Allow the future look and feel to be like the DCPT tool. 



5.2.1 A37- Look and feel in terms of the voting scheme.  this is a low priority.[client, manager]


5.3 W35 [FGT] Monitor the risk reduction schedules and warn developers and managers when updates are expected.



5.3.1 A37 - This is not doable within the time frame and is a low priority.[developer, manager]


5.4 W36 [IWH/FGT] The ability to track multiple projects at once. 



5.4.1 I6 Too difficult to complete in 12 weeks and we still need to define requirements for one project Manager]




5.4.1.1 O7 Make architecture extendable to allow for this capability in the future. [Architect]





5.4.1.1.1 A7 Include architecture in SSAD.{architect]


5.5 W37 [FGT] Loss estimates for a risk should be broken into cost, performance, and schedule impacts.



5.5.1 A14 Architecture will be flexible enough to allow additional voting fields.[architect, developer]


5.6 W38 [FGT] Ability to input ranges/confidence level for voting.  Risk Exposure metric calculated off of ranges should be an average.  Graphing of priorities becomes more difficult if you use ranges. [developer] 



5.6.1 A39 - This is a low priority, but may be accommodated in the tool architecture.[architect]


5.7 W39 [FGT] Ability to forecast the Risk Exposure.



5.7.1 A15 Architecture will allow for future inputs in order to show the affect of mitigation plan.[Manager]


5.8 W40 [FGT] Ability to add action item priorities to risk.



5.8.1 A40 - This is a low priority, but may be accommodated in the tool architecture.[Architect, client]


5.9 W41 [IWH] History for a risk in the top "n" risk list should show what has changed (notes, mitigation) since last change in priority.  If no change in priority, show it all.  [Client]



5.9.1 A41- The risk history in the top 10 will show the latest changes to mitigation plans.[developer, client]


5.10 W42 [IWH] Generate reports using filters. Implement filters. 



5.10.1 A42 - This feature will be accommodated into the tool architecture.[architect]
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