
INTRODUCTION
The Virtual Private Network (VPN) technology
enables the coexistence of multiple user net-
works over a common infrastructure. In a Layer

1 VPN (L1VPN), a carrier maintains a common
transport network, and offers virtually dedicated
transmission between a group of users. The
L1VPN technology extends layer 2/3 packet-
switching VPN concepts to circuit-switching net-
works [1], for example, Wavelength Division
Multiplexing (WDM) networks, Time Division
Multiplexing (TDM) networks, and so forth. The
benefits of the L1VPN technology are twofold
[2]: carriers benefit from reduced operating cost
and charges for the L1VPN premium service,
and users benefit from rapid network deploy-
ment with lower up-front costs and a reduced
facility management cost. In this article L1VPN
users are classified as super users and regular
end users. We call the former L1VPN adminis-
trators and the latter L1VPN end users for sim-
plicity.

New services for L1VPN management are
emerging. The trend is to offer increased flexi-
bility and provide management functions as
close to users as possible, while maintaining
proper resource access right control. New ser-
vices allow L1VPNs to be built over multiple
carrier networks, and to lease or trade resources
with each other. With these services, L1VPNs
are constructed by composing resources from
different sources. In the operation of L1VPNs,
new services allow users to manage L1VPNs.
L1VPN administrators can partition or bond
resources, create or delete end-to-end connec-
tions, and create complex topologies of intercon-
nected L1VPNs. L1VPN end users can
reconfigure an L1VPN topology, and add or
remove bandwidth. The L1VPN management by
users eliminates time-consuming service orders
to carriers, thus greatly increasing the users’
capability to manage their own leased resources.

L1VPN management by users is a solution
for applications that have continuous large traf-
fic flows between a set of known remote end
points, where a mesh of L1VPN across multiple
carriers is required. For example, a scientific
experiment requires a large amount of continu-
ous data (on the order of 1 Gb/s per source) be
transferred from a few satellite dishes to a
remote supercomputing centre. Each experiment
lasts from a few days to a few weeks. The satel-
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ABSTRACT

The Layer 1 Virtual Private Network (L1VPN)
technology supports multiple user networks over a
common carrier transport network. Emerging
L1VPN services allow: L1VPNs to be built over
multiple carrier networks; L1VPNs to lease or
trade resources with each other; and users to
reconfigure an L1VPN topology, and add or
remove bandwidth. The trend is to offer increased
flexibility and provide management functions as
close to users as possible, while maintaining prop-
er resource access right control. In this article two
aspects of the L1VPN service and management
architectures are discussed: management of carrier
network partitions for L1VPNs, and L1VPN man-
agement by users. We present the carrier network
partitioning at the network element (NE) and
L1VPN levels. As an example, a Transaction Lan-
guage One (TL1) proxy is developed to achieve
carrier network partitioning at the NE level. The
TL1 proxy is implemented without any modifica-
tions to the existing NE management system. On
top of the TL1 proxy, a Web Services (WS)-based
L1VPN management tool is implemented. Carri-
ers use the tool to partition resources at the
L1VPN level by assigning resources, together with
the WS-based management services for the
resources, to L1VPNs. L1VPN administrators use
the tool to receive resource partitions from multi-
ple carriers and partner L1VPNs. Further resource
partitioning or regrouping can be conducted on
the received resources, and leasing or trading
resources with partner L1VPNs is supported.
These services offer a potential business model for
a physical network broker. After the L1VPN
administrators compose the use scenarios of
resources, and make the use scenarios available to
the L1VPN end users as WS, the end users recon-
figure the L1VPN without intervention from the
administrator. The tool accomplishes L1VPN
management by users.

Layer 1 Virtual Private Network
Management by Users
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lite dishes and the supercomputing centre are so
geographically distributed that no single carrier
has complete physical connections to build such
a network. L1VPN management by users pro-
vides a solution by composing L1VPNs using
resources from multiple carrier networks.

In this article, following an overview of
L1VPN service and management architectures,
we present carrier resource partitioning at the
network element level. At the L1VPN manage-
ment level, we implemented a tool for the
L1VPN management by users, called the User-
Controlled Lightpath Provisioning (UCLP) sys-
tem. The functions of the UCLP system are
presented. This article is then concluded, with a
short discussion on open issues.

L1VPN SERVICE AND
MANAGEMENT ARCHITECTURES

In this article two aspects of L1VPN service and
management architectures are discussed: man-
agement of carrier network partitions for
L1VPNs, and L1VPN management by users. For
carriers, resource partitioning and L1VPN isola-
tion are two key requirements. For L1VPN
administrators, composition of L1VPNs using a
combination of resources from different carrier
and private networks, further resource partition-
ing, and leasing or trading resources with other
L1VPNs are key services. For L1VPN end users,
reconfiguration of an L1VPN topology is a key
service.

MANAGEMENT OF CARRIER NETWORK
PARTITIONS FOR L1VPNS

In the management of carrier network partition-
ing for L1VPNs, two techniques are critical:
resource partitioning and L1VPN isolation. Par-
titioning transport network resources involves
allocating the resources to L1VPNs, and grant-
ing L1VPN users access to the management
modules for their allocated resource portions. If
a distributed control plane is used within a carri-
er network, L1VPN users should be granted
access to the control functions for their parti-

tions. Carrier network resource partitioning can
be static/permanent (based on a carrier’s perma-
nent configuration), dynamic/on-demand (based
on L1VPN users’ signaling to the carriers), or
semi-dynamic/soft-permanent (based on carrier
network administrator involved reconfiguration).
L1VPN isolation has two aspects: isolation of
user traffic/signal, and isolation of manage-
ment/control messages for different L1VPNs.
Ideally, L1VPN isolation should make all activi-
ties in one L1VPN invisible to other L1VPNs.
The minimal requirement is that activities in one
L1VPN should not be interfered by other
L1VPNs. L1VPN inherently offers user
traffic/signal isolation. However, isolating differ-
ent L1VPNs’ management/control messages
requires new mechanisms, and thus is the key to
L1VPN solutions.

There are two models for a carrier to manage
partitions for L1VPNs: the resource-partition
based model, and the domain-service based
model [3]. In the resource-partition based model,
the carrier partitions resources into disjoint sets.
Each L1VPN virtually owns the contracted
resources, and has full management over a parti-
tioned subnetwork. A resource partition is exclu-
sively used by a designated L1VPN. The
resource-partition based model is also called the
port-based L1VPN model [4], since each port on
a carrier’s edge node is explicitly allocated to
one single L1VPN. In the domain-service based
model, transport network resources are dynami-
cally allocated to L1VPNs, that is, connections
between two L1VPN access ports on carrier’s
edge nodes are created on-demand. Thus,
resources are time-shared among different
L1VPNs. However, at any time, a resource can
only be used by one L1VPN. The domain-service
based model is also called the connection-based
L1VPN model [4], since what are visible to
L1VPNs are connections, not the component
links of the connections. The advantages and
disadvantages of the two models are summarized
in Table 1.

With the objective of building L1VPN man-
agement by users, the resource-partition based
model is the natural choice for a carrier to man-
age partitions for L1VPNs. The reason is that,

n Table 1. A comparison of the two models for the management of carrier network partitions for L1VPNs.

Resource-partition-based model Domain-service-based model

Advantages

• Clear physical separation among different L1VPNs,
minimize L1VPN users’ concern on interference
• L1VPN users are granted visibility and access to the
management functions in the carrier networks for the
allocated resources
• An L1VPN interacts with a user’s network based on
either a client-server or a peer-to-peer relationship

• Carrier network resources are time-shared among
L1VPNs, thus increase the possibility for re-using idle
resources
• The carriers only need to verify whether a given L1VPN
is allowed to connect two carrier’s edge node ports at a
given time for a given bandwidth requirement. Therefore,
it is more scalable.

Disadvantages

• Carrier network resources cannot be directly time-
shared among different L1VPNs, thus may result in low
resource utilization
• Carriers need to keep track of partitions for each net-
work element, that is, which L1VPN can use which
resource partition. When there are many L1VPNs and
the resource partitioning uses fine granularity, scalability
is a challenge.

• L1VPN users do not have visibility into the carrier net-
works, and completely depend on the carriers to provi-
sion connections between carriers’ edge node ports
• An L1VPN can only interact with a user’s network based
on a client-server relationship, where the L1VPN functions
like a virtual node or link
• Contentions on time-sharing resources need to be
solved by the carrier administrative policy
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only in this model, L1VPN users are granted vis-
ibility and access to the management functions
in the carrier networks for the allocated
resources. In this article we present a design of
the resource-partition-based management that is
realized at two levels: the network element (NE)
and L1VPN levels. Design choices need to be
made about which resource partitioning tech-
niques are used and how different resource par-
titioning techniques are incorporated into one
management system. Our design uses both lev-
els: the NE level resource partitioning is used
for safeguarding, while the L1VPN level resource
partitioning is used for flexibility.

Resource partitioning at the NE level creates
virtual NE management interfaces for an NE.
The access to each virtual NE management inter-
face is restricted to only one authorized L1VPN.
Thus, each L1VPN manages a separate virtual
partition of an NE. The carrier network parti-
tioning at the NE level is configured by a carrier
network administrator. The resource partitioning
at the NE level remains relatively stable. A
resource partition lasts for the period of a main-
tenance/upgrade cycle of a carrier network, (e.g.,
a few months or longer). Unfortunately, few
commercially available NEs support resource
partitioning. Generally, when access to an NE
management system is granted to users, the users
have complete control on all the NE resources.
Virtual resource isolation cannot be met by most
existing NE management systems. New mecha-
nisms are required for resource partitioning at
the NE level. The mechanisms may modify exist-
ing NE management systems, or add a functional
layer on top of existing NE management systems.
A proxy on top of the existing NE management
techniques is presented later in this article.

Compared to manual-configuration-based
carrier network partitioning at the NE level, a
carrier partitions resources at the L1VPN level
based on policy. At the L1VPN level, the
resource management authority can be trans-
ferred among L1VPNs using leasing mecha-
nisms. L1VPN level partitioning is more dynamic
than at the NE level. The carrier usually changes
L1VPN level partitions every few weeks. Subse-
quently, we present an implementation of
L1VPN level partitioning based on WS.

L1VPN MANAGEMENT
Developing L1VPNs that coexist over multiple
carrier networks is a significantly greater chal-
lenge, and generally there are two approaches:
• Using some form of the Network-to-Net-

work Interface (NNI) signaling between
carriers

• Direct exchanging management information
between users and carriers

The first approach assumes that there is a strong
business relationship between the carriers, so
that the carriers negotiate and signal across the
NNI on behalf of the users. In the second
approach, the carriers have a minimal business
relationship, but follow the same standards to
ensure the signal compatibility and transmission
requirements. The business negotiations are con-
ducted between the users and the individual car-
riers, and no business negotiation is required
between the carriers. L1VPN management func-

tions are given to the users. L1VPN manage-
ment by users requires a configuration and pro-
visioning tool that assigns carrier network
resources to L1VPNs. Carriers assign long-term
bandwidth to L1VPN users. Then, the users
combine these assigned bandwidth allocations
into a working network.

Once users construct an L1VPN, from time
to time they need to reconfigure the L1VPNs.
Such reconfigurations change the L1VPN topol-
ogy, add or reduce bandwidth allocations.
L1VPN users should be able to further partition,
lease, or trade resources. Temporary spare
resources may be leased to other L1VPNs or
traded with other L1VPNs for other required
resources. When an L1VPN only partially uses a
resource, the L1VPN administrator may further
partition such a resource into smaller granularity
pieces, and then lease or trade unused portions
with other L1VPNs. For example, when a band
of wavelengths is allocated to an L1VPN, the
wavelength band can be partitioned into individ-
ual wavelengths, and then leased to other
L1VPNs. In a Synchronous Optical NETwork
(SONET) or a Synchronous Digital Hierarchy
(SDH) network, an L1VPN can partition the
bandwidth on one link into smaller granularity
time slots, and trade them with other L1VPNs
for time slots on other links.

INTERACTIONS BETWEEN CARRIERS’ RESOURCE
PARTITION MANAGEMENT AND
USERS’ L1VPN MANAGEMENT

L1VPNs exchange management/control mes-
sages with carriers by connecting their manage-
ment systems, or letting user’s edge nodes
signal to the carrier’s edge nodes. Unlike a
layer 2/3 VPN, the users’ edge nodes may not
have control plane connectivity with the carri-
ers’ edge nodes. In this situation, an L1VPN
administrator (or the L1VPN management sys-
tem) needs to connect to the carriers’ manage-
ment systems. By exchanging messages between
the L1VPN and carrier network management
systems, the L1VPN can be provisioned or
reconfigured. In this article the L1VPN man-
agement is explained using this management
architecture. This architecture is suitable to
semi-dynamic L1VPNs, where connections
remain unchanged for hours or longer time
periods. Although the bandwidth usage is not
optimized because of relatively large bandwidth
granularity and slow provisioning process (in
the order of up to minutes), its simplicity is
attractive to some applications.

With the progress of the IETF Generalized
Multi-Protocol Label Switching (GMPLS) and
the ITU-T Automatically Switched Optical Net-
work (ASON) standards, a distributed control
plane may be used to control users’ edge nodes
and their allocated resources in carrier networks.
L1VPN management using a distributed control
plane enables advanced bandwidth on-demand
or scheduled bandwidth applications, but it
requires complex inter-domain GMPLS technol-
ogy. L1VPN management using a distributed
control plane is beyond the scope of this article
and further discussions on the subject can be
found in [5, 6].
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CARRIER NETWORK PARTITIONING AT
THE NETWORK ELEMENT LEVEL

Carrier network partitioning at the NE level
requires four key functions: NE resource isola-
tion, reconfigurable NE resource partition, man-
agement information protection, and message
logging. These functions can be implemented on
top of various NE management techniques, such
as the Transaction Language One (TL1), the
Simple Network Management Protocol (SNMP),
and so forth. For example, a TL1 proxy is devel-
oped without any modifications to the existing
NE management system [7]. First of all, with the
TL1 proxy, different L1VPN users are able to
manage their own resource partitions on an NE
without interfering with each other. Second, the
reconfiguration of NE resource partitions may be
done online (i.e., without rebooting the TL1
proxy). Third, the TL1 proxy protects sensitive
network management information such as the IP
address, TCP port number, login identifier, and
password for an NE management interface. An
L1VPN administrator or management system
logs into the TL1 proxy. Then, the TL1 proxy
delegates the login to the NE management sys-
tems. Finally, the message logging can be used
for debugging and administrative purposes. The
carrier may use message logging to resolve dis-
putes on resource access. Resource utilization
may be monitored and audited via the TL1 proxy.

The TL1 proxy maps the TL1 sessions from
L1VPN users to the TL1 sessions towards NEs.
The TL1 proxy is a software application running
on top of the TCP/IP protocols. The transport
can be optionally encrypted using the Secure
Socket Layer (SSL). The TL1 proxy has two types
of management interfaces: the North Bound
Interface (NBI) to a L1VPN management system,
and the South Bound Interface (SBI) to an exist-
ing NE management system. Each L1VPN’s virtu-
al NE has a unique combination of an IP address
and a TCP port number at the NBI. An L1VPN
user identifies different virtual NEs by using dif-
ferent NBIs. Based on L1VPN identifiers, NE
identifiers and NE partitions, the TL1 proxy veri-
fies an L1VPN user’s access right on an NE parti-
tion, forwards TL1 commands from the L1VPN
user to the NE, and relays alarms from the NE to
the L1VPN user (Fig. 1). To ensure that the TL1
proxy properly verifies every TL1 command, the
TL1 command-forwarding function in all NEs is
disabled, that is, every TL1 command from the
TL1 proxy is directly destined to the final NEs.
Web Services (WS) are created for each virtual
NE, as illustrated in Fig. 1. The NE-WS are part
of the L1VPN management system, which is
explained in the next section.

WS BASED L1VPN MANAGEMENT
In the WS-based L1VPN management, network
resources are treated and managed by WS. The
WS architecture defines the description, discov-
ery, and interoperability of distributed, heteroge-
neous applications as services. The building
blocks defined in the WS architecture include
the eXtensible Markup Language (XML, a flexi-
ble and easy-to-extend data format), the Web

Services Description Language (WSDL, an inter-
face description of a service in an XML format),
the Simple Object Access Protocol (SOAP, a
means for communication between WS and
client applications), and the Universal Descrip-
tion, Discovery and Integration (UDDI, a stan-
dard for the registration and publication of WS
and their characteristics so that they can be
found by potential clients) [8]. We will explain
how WS are used to design an L1VPN manage-
ment system from an operational point of view.

The L1VPN management functions are imple-
mented as WS. To manage NEs, interfaces (e.g.,
NE ports, network-enabled instruments), and
Light Paths (LPs), a carrier network administra-
tor creates NE-WS, I-WS, and LP-WS, respec-
tively. Then, the carrier network administrator
leases or advertises resources in resource lists,
which contains links to LP-WS and I-WS. An
L1VPN administrator imports resource lists to
compose an L1VPN, and creates new L1VPN-WS
to manage the composed L1VPN. The L1VPN
administrator can create super LPs by concatenat-
ing a chain of LPs, partition LPs into smaller
bandwidth resources, and create end-to-end con-
nections by attaching two users’ edge nodes to an
LP. When an L1VPN end user activates L1VPN-
WS, the manipulations of the resources are exe-
cuted, and an operational network is created. The
roles of carrier network administrator, L1VPN
administrator, and L1VPN end user are summa-
rized in Table 2. The mark 3 denotes that a play-
er is able to use a service, while the mark 7
denotes that a player is unable to use a service.

CARRIER-ADMINISTERED RESOURCE-
PARTITIONING AT THE L1VPN LEVEL

A carrier network administrator uses a physical
network editor to create a logical view of an
L1VPN (Fig. 2). The logical view of an L1VPN is
a collection of LP-WS, which an L1VPN adminis-

n Figure 1. The TL1 proxy communicates to L1VPN management systems via
its north bound interfaces (NBIs), and communicates to existing NE manage-
ment systems via its south bound interfaces (SBIs).
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trator uses to compose L1VPNs. First, the physi-
cal network editor populates the virtual NE-WS
list by either allowing the administrator to manu-
ally type in the Universal Resource Identifiers
(URIs) of the virtual NE-WS, or relying on auto-
discovery mechanisms to do so. If a virtual NE
partition is not yet managed by WS, the physical
network editor will create the WS. Second, the
physical network editor assists the carrier network
administrator to create a logical view of an
L1VPN. An LP is an abstraction of a transport
link. An LP can represent a fiber, a group of
wavelengths, a single wavelength, a group of
TDM time slots, and so on. The logical view of an
L1VPN only consists of LP-WS, which link to the
WS managing the two end points of an LP, that
is, the I-WS, and link to the corresponding NE-
WS. I-WS and LP-WS are dynamically created in
the physical network editor. An LP factory service
supports the creation of LP-WS. Upon being
called and fed with the proper attributes, the LP
factory service creates and deploys LP-WS. When
creating LP-WS, the physical connectivity is veri-
fied. The NE-WS, I-WS, and LP-WS are deployed
on the carrier management servers.

A carrier network administrator partitions a
network by creating resource lists for different
L1VPNs. The resource list editor assists the car-
rier network administrator to compile L1VPN
resource lists, which are in the format of XML
files, and composed of links to LP-WS. The
L1VPN resource lists represent resource parti-

tions for L1VPNs and contents links to the man-
agement services for the allocated resources.
The L1VPN resource lists are portable from the
carrier network management system to the
L1VPN management systems. In this way, the
management services for the partitioned
resources can be transferred from one adminis-
trative domain to another.

WS are extensively used in the L1VPN man-
agement by users. As a result, the management
system has a uniform way of receiving informa-
tion and sending management messages, and
the managed objects and components of the
management system are hidden behind WS
interfaces. The WS-based L1VPN management
is in line with the vision of the Global Grid
Forum that has defined a framework for man-
aging resources as services [9]. The NE-WS, I-
WS, and LP-WS are all loosely coupled in the
sense that only when executing WS, are the
supporting WS located and called. All the NE-
WS, I-WS, and LP-WS for one carrier network
operate within the carrier administrative
domain. LP-WS are called by L1VPN-WS,
which are under L1VPN administrations. The
service calls may involve communication across
network domain boundaries or in a public net-
work. The service calls should be secured to
protect the management system. Proper access
control should be applied to verify the identity
of carriers or users, and authenticate the use of
management services.

n Table 2. Roles of carrier network administrator, L1VPN administrator, and L1VPN end user.

Carrier network
administrator

L1VPN admin-
istrator

L1VPN
end user

Create a physical network (NE-WS and link topology) 3 7 7

View statistics of owned switches 3 7 7

Create or delete LP-WS and I-WS 3 7 7

Lease or advertise resource lists (LP-WS and I-WS) 3 3 7

Import resource lists (LP-WS and I-WS) 3 3 7

Create or dismantle super LPs 3 3 7

Partition or bond LPs 3 3 7

Create or delete end-to-end connections 3 3 7

Create or delete L1VPNs 3 3 7

Modify L1VPN topology 3 3 3

Deploy or undeploy L1VPN-WS 3 3 3

Activate or deactivate L1VPNs 3 3 3

Query owned resources 3 3 3

View statistics of owned LPs 3 3 3

Receive alarms 3 3 3
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USER MANAGED L1VPN RECONFIGURATION

An L1VPN administrator composes working net-
work configurations by utilizing the resources
that are either partitioned to this L1VPN by the
carrier network administrator or leased/traded
from partner L1VPNs. The L1VPN administra-
tor provisions the initial interconnections of
resources. L1VPN composition, resource trad-
ing, and leasing between L1VPNs can be con-
ducted every few days or even possibly every few
hours. Although in the L1VPN management that
we present an L1VPN administrator’s manual
operations are involved in L1VPN composition,
resource trading, and leasing, further develop-
ment can be done to automate such operations,
so that L1VPNs can be reconfigured more fre-
quently. The L1VPN administrator uses the
resource list editor to receive resources from
three types of sources (Fig. 3):
• Carried over from the L1VPN’s home carri-

er network
• Imported from external carrier networks
• Imported from partner L1VPNs
Each L1VPN has a home carrier, which initially
authorizes an L1VPN administrator in the
L1VPN administrator list. Usually, the home
carrier provides an initial resource list to the
L1VPN. The L1VPN expands its resources by
leasing from other carrier’s networks, or leas-
ing/trading with partner L1VPNs. The acquired
resources can be repartitioned into smaller gran-
ularity resources, where the derived smaller
granularity resources are added into the resource
list. For example, when a band of wavelengths is
repartitioned into individual wavelengths, the
LP-WS for the band of wavelengths is removed
from the resource list and new LP-WS for wave-
lengths are added to the resource list. For the

reverse operation, smaller granularity resources
can be grouped into one single resource. For
example, several time slots on one TDM link are
grouped into one entity. New developments in
the next-generation SONET/SDH supports Vir-
tual Concatenation (VCAT) and the Link Capac-
ity Admustment Scheme (LCAS), which make
grouping time slots and “hitless” increasing or
decreasing of the link capacity possible. By con-
catenating a chain of LPs, a super LP can be
created by the L1VPN administrator.

The resource partitioning and bonding, as
well as the leasing and trading between L1VPNs,
are the foundation of the physical network bro-
ker business. An L1VPN administrator offers
additional business values by negotiating and
collecting network resources for L1VPN end
users, although an L1VPN administrator is not
the real owner or operator of network resources.
The L1VPN administrator maintains L1VPN
servers, which store resource lists, and run
L1VPN-WS.

The most important service that the L1VPN
administrator offers to L1VPN end users is
L1VPN configuration. L1VPN-WS are work-
flows of service calls to component LP-WS, and
through the LP-WS to I-WS and ultimately to
NE-WS. By calling L1VPN-WS, an L1VPN end
user completes the L1VPN configuration. That
means the cross-connections in NEs are made,
and end-to-end connections are created and
ready to transport user traffic/signals.

The L1VPN composer is a graphical tool to
assist L1VPN administrators to create L1VPN-
WS. In our UCLP system, the Business Process
Execution Language (BPEL) is used to compose
LP-WS into L1VPN-WS. BPEL is an XML with
operational semantics (e.g., loops, conditions
and fault handlers, etc.), comparable to pro-

n Figure 2. A carrier network administrator builds a management view of the network by listing the WS for
the virtual NEs, then further partitions the network into L1VPNs by creating resource lists for different
L1VPNs.
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gramming languages such as Java and C++ [10].
BPEL turns discrete units of business functions
(e.g., activating individual resources) into a busi-
ness process (e.g., creating end-to-end connec-
tions, monitoring performance, billing, and
auditing).

L1VPN end users independently reconfigure
their L1VPNs without intervention of L1VPN
administrators or carriers. The L1VPN adminis-
trator composes different scenarios for using an
L1VPN. Such scenarios are all separate BPEL
format L1VPN-WS, which are deployed on the
L1VPN servers. For example, in Fig. 3, the
L1VPN administrator describes the two opera-
tional modes of the middle switch in two differ-
ent scenarios: L1VPN-A1 and L1VPN-A2 WS.
The final action of the switchover is accom-
plished only when the L1VPN end users call an
L1VPN-WS. Then, the operational mode of the
switch is locked until  the L1VPN-WS is
released. After that, the L1VPN end users are
able to call the other L1VPN-WS to reconfig-
ure the L1VPN. Although the L1VPN adminis-
trator prepared different L1VPN-WS, the
preparation is an offline process, and no real-
time intervention of the L1VPN administrator
is required. The L1VPN end users enjoy great
flexibility in reconfiguring their L1VPN. An
L1VPN user’s IP routers are operating in a sin-
gle domain environment, although the leased
carrier network resources are provided by dif-
ferent carriers.

CONCLUSIONS AND FUTURE WORK
The L1VPN technology offers flexible and cost-
effective network operations. It enables new
business models such as physical network
resource brokers. The management complexity
of L1VPNs is moderate compared to layer 2/3

packet-switching VPNs, especially in the
resource-partition-based L1VPNs. As examples,
we have illustrated how carrier network parti-
tioning can be achieved at the network element
and the L1VPN levels. Certainly, other design
options exist to achieve the same goal. The use
of WS in building an L1VPN configuration and
provisioning tool has demonstrated many advan-
tages, for example, the flexibility of transferring
the management services and the modularity of
the software architecture. The innovative use of
workflow composition to prepare L1VPN use
scenarios and handover of the management to
the L1VPN end users make the UCLP system a
truly user-managed system.

Future research needs to address resource
discovery for new carriers or resources, opti-
mization of resource allocation, enhanced access
control and system security, scalability, and per-
formance analyses. The functions of UDDI and
other registration/publication services should be
further explored. The naming, addressing, and
property descriptions of resources should be
standardized. Resource searching in a peer-to-
peer manner among partner L1VPNs demands
more research. Optimization of resource alloca-
tion and usage in noncooperative carrier net-
works is a new open issue. The wide use of
network communication for sensitive manage-
ment information requires in-depth research on
the access control and system security.

Our UCLP system was demonstrated at the
CANARIE workshop (March 14–15, 2006,
Ottawa, Canada). The L1VPN technology has
potentials to add new values to the connection-
oriented transport network. The R&D in the
UCLP system and L1VPNs have many common
properties with the proposed Global Environ-
ment for Networking Innovations (GENI) archi-
tecture.

n Figure 3. An L1VPN administrator uses the resource list editor to receive resources. By calling L1VPN-WS, an L1VPN end user com-
pletes the L1VPN configuration.
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