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Abstract—We propose a localized distance-sensitive ser-sensor and actor networks [2], [16], where some ser-
vice discovery protocol, iMesh, for wireless sensor net- vice providers, i.e., mobile sensors or actors, offer
works. iMesh is a lightweight algorithm that uses no mgyement-assisted services to other nodes and/or
global computation and generates constant per node stor- to the physical world. In mobile sensor networks
age load. In iMesh, new service providers publish their redundant sensors c.an eoaraphically relocate ,tO
location information in four directions, like in a mesh. . X g_ grap y
The information propagation for relatively remote service eplace failed ones; in wireless sensor an(_i actor
is restricted by a blocking rule, which also updates the networks, actors may move to a target location to,
mesh structure. Based on an expansion rule, nodes alongfor example, deploy, repair or collect sensors, turn
mesh edges may further advertise newly arrived relatively off water tap in cast of water-overflow, extinguish
near service by backward distance-limited transmissions, a fire in a woody area, interact with patients in a

replacing previously closer service location. Transmissih health ; tem. r wivors in an emer
paths form a planar structure, information mesh which ea care sysiem, rescue survivors in an emer-

serves as service directory. Service consumers conduct &J€NCY situation, an(_j soon..
lookup process restricted within their home mesh cells to ~ Service discovery is a crucial component of any

discover nearby services. We first present iMesh and study service-oriented network. Discovery criteria depend
its properties over a grid network model. We then evaluate gn the underlying network and the application.
its performance in randomized sensor network scenarios |, the movement-assisted service delivery cases

through extensive simulation. Simulation results show tha mentioned above. deliverv distance is a primar
iMesh guarantees nearby service selection with very high ’ y P y

probability (> 99%) and with considerably low message CONCern for the purpose Of_ energy-saving and timely
overhead. response. Furthermore, since we are in the context

of WSNSs, service discovery must be performed in
. INTRODUCTION an efficient way, i.e., with constant storage load

on each node and with no global computation.

Although many specialized service discovery algo-

A wireless sensor network (WSN) is a collectionthms [5], [7], [9]-[12] and adoptable techniques

of micro-sized wireless sensing devicesnsors, [1], [4], [13], [14], [18], [20], [21] have been
deployed in a region of interest for object moniproposed for wireless ad hoc networks, they have
toring and/or target tracking. In traditional WSNsdifferent weaknesses. In particular, they are not
nodes are responsible only for sampling their swuitable for the problem afistance-sensitive service
roundings and reporting to a pre-defined data sirdiscovery in resource-constrained WSNs, where the
As hardware technology advances, WSNs are nalgorithms are expected to provide closest/nearby
evolving towards service-oriented networks such asrvice selection guarantee:
mobile sensor networks [15], [23] and wireless Definition 1 (Closest Service Selection): A ser-

A. Framework



vice consumer discovers the closest serviceesh in [15]) created by the use of blocking in the

provider. traditional mesh-construction, as well as the use of
Definition 2 (Nearby Service Sdlection): A ser- a new information expansion rule.

vice consumer discovers a service provider that isIn iMesh, service providers publish their location

at most twice as far as the closest one. information, like in a mesh, in four directions: north,
Intuitively, if we construct aVoronoi diagram west, south and east. During their transmission,

using service providers as creating points and ksese information collinearly or orthogonally block
each of them distribute its location informatioreach other, according to the blocking rule: a node re-
along the perimeter of its Voronoi polygon, thegeiving information from multiple service providers
the Voronoi diagram becomes a distributed serviderwards only the information of the closest one.

directory with bounded per-node storage load. [fhey may however also be extended to other di-

this case, distance-sensitive service lookup beconiestions according to the expansion rule: a node

localized. That is, a service consumer queries alomdpere informationz orthogonally blocks informa-

a path in an arbitrary direction, and it will find itstion y transmitsz along the backward transmission

closest service provider once it hits the perimeter path of y for a limited distance. The transmission

its home Voronoi polygon. This intuitive solutionpaths together constitute the information structure
possesses all the properties that we are lookititat distributedly stores the location information
for, but it requiresglobal computation. Hence, to of all the service providers. To discover nearby

make this solution practical, as service directogervices, service consumers can simply conduct a

we must substitute the Voronoi diagram with aross lookup process within their residing mesh

localized planar structure that has good proximitgells.

A naive idea of improvement is to replace Voronoi The properties of iMesh (construction cost and

digram withsquare mesh. That is, service providersservice guarantee) are analyzed over a grid sensor

propagate their location information horizontallypetwork model, for ease of understanding. The
and vertically; the propagation paths form a mestudy focuses first on the theoretical analysis of the
structure as service directory. Although this methddformation structure constructed by the blocking

requires only local computations, it can generatele alone (denoted by iMesh-A) and by the entire
inconstant storage load on nodes if service providgreotocol (denoted by iMesh-B). The analysis of the
are all placed in a line, and it has no guarantee prrformance of the protocol is then provided by
closest/nearby service selection because the mestensive simulation of iMesh-A, iMesh-B and the

structure bearso proximity property. well-known Quorum-based location service (Quo-

As we show in this paper, it is however possibleum for short) [21]. We comparatively evaluate their

to modify the mesh-construction technique to obtajperformance in randomly placed sensor networks.

a planar structure that (as the mesh but unlike tRiIr experimental results show that iMesh generates

Voronoi diagrams) can be constructed in a pureygnificantly lower message overhead than Quorum,

localized manner and (as the Voronoi diagram band that iMesh-B guarantees closest service selec-

unlike the mesh) possesses our required guaranttied with probability > 97% and nearby service

proximity property. The needed modification is theelection with probability> 99%, noticeably im-

use of distance-based blocking, and has been pgoving the distance sensitivity of iMesh-A with

cently and independently proposed ( [15], [22] negligible extra communication.

with little [15] or no [22] analysis of the resulting In summary, the main contributions of this paper

structure and its properties. include:

. identify the distance-sensitive service discovery
problem in wireless sensor networks and pro-
In this paper, we propose a new localized pose a novellocalized solution protocol iMesh;

distance-sensitive service discovery protoddiesh, . derive the message complexity and the constant

for wireless sensor networks. The proposed protocol per node storage load property of iMesh with
is based on the planar structure (calletbrmation formal proof of correctness for grid networks;

B. Contributions



« generalize the cases that iMesh violates closeséating points and distributes its dual, the Delaunay
service selection and derive the upper bound wfangulation, to all the nodes in the network. Based
the distance sensitivity of iMesh in those casesn the Delaunay triangulation, every nodes establish

. evaluate the performance of iMesh through shortest path tree rooted at its home landmark
extensive simulation on random networks anubde. A data producer hashes the data (according
conclude that iMesh nearly provides nearby data type) to a certain Voronoi cell. Then it
service selection guarantee. distributes the data along the shortest path in the

The rest of the paper is organized as followshortest path tree rooted at the landmark node in

Sec. Il reviews some related work; Sec. Ill defindbat cell. A data consumer queries along the shortest
the network model; Sec. IV and V describe iMesh-Rath to the hash cell in the same shortest path tree.
and analyze its properties; Sec. VI presents iMeshnd it gets the data when it hits the storage path or
B; Sec. VIl provides comparative simulation stud{eaches the hash cell. This scheme involves many
of iMesh-A, iMesh-B and Quorum with randomlyglobal operations and provide no energy-efficiency.
placed sensors; Sec. VIII extends iMesh to multi- Ratnasamy, Karp, Yin and Yu proposed the Ge-

service scenarios; Sec. IX concludes the paper. ographic Hash Table (GHT) data-centric storage
scheme [18]. In GHT, a node hashes an event to

Il. RELATED WORK a unique location by event type and routes it to

Many service discovery algorithms have beethat location by a greedy-face combined routing
proposed for wireless ad hoc networks. These a@rotocol. A node, called home node, closest to
gorithms can be categorized either dectory- the hash location will receive the event. A node
based approach or asdirectory-less approach. The periodically distributes its recorded events along the
former, e.g. [10]-[12], use a well structured servideome perimeter enclosing the corresponding hash
directory to store service provider information anbtbcation in the planar graph used. A data consumer
to facilitate service lookup. They usually requirean get a type of event data either from the event's
global computation such as clustering and domindteme node or home perimeter. The drawbacks of
ing set formation for service directory constructiothis scheme are that a node near the data source
and maintenance. The latter e.g. [5], [7], [9], dmay have to travel a long distance to retrieve the
not maintain any special component but rely omiata, and that bottleneck spots can occur when some
periodical service advertisement and multicastingspes of data are frequently requested.
/anycasting- based service lookup. Their executionSarkar, Zhu and Gao proposed the double-ruling
often involves (limited) flooding operations. Beinformation brokerage scheme [20]. Nodes are pro-
cause these existing algorithms can generate lajgeted onto a virtual sphere, and each of them exe-
message overhead and/or require inconstant storagtes the scheme as if it was on the sphere. A data
space on sensor nodes, they are not suitable fwoducer hashes the data (according to data type) to
resource-constrained wireless sensor networks.aAinique point on the sphere and then distributes the
detailed survey of existing service discovery algatata along a diameter circle, uniquely determined
rithms can be found in [8], [17]. by the hash point and its own location, in both

In addition to specialized service discovery aHirections. Data of the same type from different
gorithms, there exist other techniques, for examplesoducers is hashed to and aggregated at the same
data-centric storage schemes [4], [14], [18], [20] arbint on the sphere. A data consumer computes the
location services [1], [13], [21], that can be adoptdaash point of the data and queries along a carefully
to solve the service discovery problem in wirelesselected diameter circle. In this way, it can intersect
sensor networks. In the following, we will brieflyall the replication circles of the data and get its
review some of these related works. requested information. This scheme may generate

Fang, Gao and Guibas proposed the landmabettieneck spot problem, because all the same type
based data storage and retrieval scheme [4]. Tbisdata are routed to the same hash node. It also
scheme constructs a Voronoi diagram over the neften generates relatively long update and search
work using some predefined landmark nodes emutes when the service is available nearby.
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Li, Jannotti, De Couto, Karger and Morris prowe provide theoretical analysis and verify these
posed the Grid Location Service (GLS) [13]. Thisesults by simulation. We then consider randomized
algorithm partitions the sensor field evenly intsensor placement in the field and verify and confirm
grids and constructs a quad-tree structure over ther findings in this widely used setting, showing
grids. Then it uses a hash function, designed gmacticality of our approach.
basis of the quad tree, to match each node (by ID) toNodes are classified asrvice providers (SPs)

a unique subset of location servers geographicatly service consumers (SCs). In practice, SCs may
distributed in the network. Every node updates dle the nodes that require services themselves or
its location servers with its current location informathe nodes that require services on behalf of their
tion. As a result, a node can find the location of anyonitored physical objects. SPs are scattered in the
other node by querying one of the location servers nétwork at random. All the nodes, whether SPs
that node. This protocol requires pre-knowledge of SCs, have the same communication radius. We
the sensor field for the grid partition. It may generattenote such a network b (V, E) (or simply by
large message overhead since location updates &)dwherel” and E represent the set of nodes and
location queries travel along zigzag lines. the set of edges iz, respectively. We use(G)

Stojmenovic, Liu and Jia presented the quoruno represent the number of SPsGh By definition,
based location service [21]. In this algorithm, a nodgG) < n wheren = |V|. Given G, v(G) can be
sends its current position to all the nodes located written asy without ambiguity.

a “column” in the network. When a nodewants  We require that all the nodes be aware of their
to find the location of another node it queries own location through a localization system such as
along a “row” in the network. This row intersects théhe Global Positioning System (GPS). We believe
columns of all the other nodes, including thattof this requirement is reasonable because of the goal
As the query message travels along the row, it pick$ wireless sensor networks. We assume the stan-
the latest location information about After the dard restrictions, i.e., total reliability, FIFO com-
message reaches the ends of the row, it is forwardednication channel, bidirectional links and finite
to b, which then repliesa directly with correct communication delay, which are commonly used in
location. Alternatively, intersection nodes may replgtistributed computing [19].

immediately if the information is sufficiently fresh. The reason for choosing to study first the grid
The main weakness of this protocol is that locatiametwork model is that we want to emphasis on the
update and discovery has to cross the entire netwatkeoretical aspects of iMesh. In fact, iMesh can be
In addition, if all the nodes are collinear alongmplemented in arbitrary network scenarios by using
a column, every node has to store every othe&G routing [3], [6] as part of the quorum-based
location, generating large storage load. location service [21]. We then use uniform random

The idea of blocking the construction of the mesksensor networks in our simulation study to confirm
used here in the blocking rule, has been indepeheoretical findings.
dently suggested by Tchakarov and Vaidya [22], and
by Li, Santoro and Stojmenovic [15]; their proposal IV. BASsIC IMESHPROTOCOL
did not however contain any (correct) theoretical In this section, we will present the basic version
analysis of the resulting information structure an@r version A) of iMesh, iMesh-A. We will first
its properties. Unlike the protocol proposed heratroduce how to build the service directory, i.e.,
neither of them considers the use, in addition toformation mesh, and then show how to conduct
blocking, of the expansion rule that we show lead®rvice lookup via it. The complete version of iMesh
to major improvements in the performance. will be presented later, in Sec. VI.

[Il. M ODEL AND DEFINITIONS A. Information mesh construction

In this paper, we first consider a wireless sensorConsider only the residing rows and columns
network where nodes are placed exactly at tlodé the SP-nodes inz. They intersect each other
intersection points of a grid structure. For this modehd constitute a complete mesh, as illustrated in
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(lua] > |ubl) Vv  (lua] = |ub] A Collinear(a, b))

V (Jua| = |ub| A =~Collinear(a,b) N Horizontal (b)),
where Collinear(a,b) and Horizontal(b) denote
the case that andb are (vertically or horizontally)
collinear and the case that the involvementbas
along the horizontal direction, respectively. When
this blocking happens, we say ‘blocks a at u”
and denote it by: < b or b = a.

The application of above blocking rule can lead
to the merger of adjacent mesh cells and result
in a pruned mesh structure, which is the so-called
information mesh. We denote the information mesh
constructed on top of7 by M(G) (or simply by
M). Figure 1(b), where solid small dots represent
the nodes at which the blocking rule is applied,
shows the information mesh corresponding to the
complete mesh structure in Fig. 1(a). According
to the definition of the blocking rule, we have the
following corollary.

(b) An information mesh Corollary 1: Information mesh is a planar struc-
ture.
Fig. 1. Information mesh construction In an asynchronous environment’ a nodeat

which a SP-nodé is supposed to block another

_ SP-nodez, may wrongly retransmit the registration
Fig. 1(a), where SP-nodes are represented by sqjidssage ofs, because of the late arrival of the

big dots, and their residing rows and columns AfBgistration message df, violating the blocking

highlighted by thick lines. If each SP distributegyje Fortunately, this problematic situation can be
its own location information (by aegistration Mmes- jqantified byc, as soon as it receives both of the

sage) among the nodes along its residing row ang,, messages. Once notices that, it as initiator

column, this complete mesh distributedly stores the, s 4 revocation process, in which the inconsistent
location information of all the SPs and therefore capsormation is erased fromiM. More specifically,c
be used for the purpose of service discovery.  gends arevocation message following the forward

Let us closely examine the complete mesh struGai of s registration message. The revocation
ture in Fig. 1(a). SP-node is closer to the areamessage is processed in exactly the same way as
above the mid-point node between itself and 5 registration message. It stops at a node whisre

the vertically collinear SP-node, and thus it has rggistration message stopped propagating. All the
relatively high priority to be discovered by the SC-

nodes in that area. In addition, SP-nddmight be
a better choice for the SC-nodes located in its right=o-to¢o oo
side area than SP-node In these cases, does not

need to distribute its location information in thoseZ

areas. Similar argument can be made against othe
SP-nodes. According to this observation, we define 2295
a blocking rule as follows: 382

Rule 1 (Blocking Rule): For a nodew shared

by the residing rows/columns of two SP-nodes (a) In-cell case (b) On-edge case
a andb (a # b), it stops the further propagation
of a's registration message, if and only if Fig. 2. Cross lookup
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nodes that receive this revocation message remove igha]
a’s information from their local repositories. Such )
a revocation process can possibly lead to chain ;
effect. That is, the registration message of a SP-node
previously incorrectly blocked will now continue to '*F_{r
propagate until the blocking rule is satisfied again. ;L

[ys-yol

B. Distance-sensitive service lookup

n
(Xa;y4

For a SC-nodeq, the objective of its service T 2
lookup is to identify the location of its target service i f%
providerT'(a) (see below for definition). According oy el |

us
[

to the position ofa, there are two possible lookup L
casesin-cell case andn-edge case.

Definition 3 (Home Cell): The home  cell Fig. 3. Blocking chainpo < ps (po <% p1 - - ¥ pg)
HCell(a) of a SC-nodeu is the mesh cell where
a is located in or the aggregation of the mesh cells

which it is adjacent to. mesh edges of its home cell and make a right
Definition 4 (SPV): The Set of Providers in decision.
Vicinity (SPV) of a SC-nodeu is the set of SPs V. ANALYSIS

that distribute their information along the perimeter
of HCell(a).

Definition 5 (Target Service Provider): The tar-
get service providefl'(a) of a SC-nodea is the
nearest SP in's SPV.

In the in-cell case, the SC-nodas located inside
;cell (')tf the (ljnformatlonhmesh.Whmll\/antgtto fan.IdI Definition 6 (Chain Blocking): For two SP-

(.a>' 't SENCS a search message along 1ts Tesidifgyeq ; and b (a # 1), b is said “chain-blocking
_grld_row and column in four dlrectl_ons, as showg,, if there is a blocking chain of length (k > 1)
in Fig. 2(a), where the home cell afis marked by . uo up—1 :
thick gray lines and its search paths are highlighté®™ 1 @, 1.€.,a <. — b. We denoted this
by arrowed black lines. Such a search message st6p&in blocking bya < b orb = a. i
its further transmission as soon as it hits a meshLemmal: In a blocking chaina < b along the
edge (or the border ofy), and then the node atY axis (or X axis), the distance betweenand b
which the message stops repliesvith the location in X-direction (resp., Y-direction) is not longer than
of its recorded SP-node closestddresp., a failure their distance in Y-direction (resp., X-direction).
notice). If there is no SP in the network, whatvill 6Pf00f3 Take as an example the blocking chain
receive are all failure notice; otherwise,can find py < ps in Fig. 3, wherea = py, b = ps and
the location of7'(a) simply by a local comparisonk = 6. Consider two consecutive SP-nodgsand
amonyg its received location data. Because the seapeh (1 < i < k) in the chain.|z; — 24| < |y; —
paths ofa form a cross, this service lookup methog;_1|, where(x;, y;) and(x;_1, y;,_1) are respectively
is calledcross lookup. the coordinates op; and p,_;. It is because that

The cross lookup method can also be applied o otherwise, can not block; , in Y-direction.
the on-edge situation, namely, when the SC-neddn this case,|z;, — zy| = |Zf:1 (x; —x1)] <
is riding on the information mesh. In this case, the " |z — 21| < 3%y — vl = | o, (i —
search message that travels along a residing mesh )| = |yx — yo|- Thus the lemma holds. [ |
edge ofa will stop at the farthest end of the mesh Definition 7 (Extension): The extensionn(M)
edge on the home cell perimeter, as illustrated lggr » for brevity) of M is the length sum of the
Fig. 2(b). This way,a can reach all the composingedges inM.

In this section, we shall explore the theoretical
aspects of iMesh-A and derive its properties. As
we will see, iMesh-A has low message complexity
and optimal per node storage load; however it does
not always guarantee nearby service selection (rare
counterexample cases exist).
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network along the Y axis. In either casgis not less
SR 4 than./n. Hence, by above analysis= Q(v++/n).
This proves the lemma.
® Note that, the lowerbound indicated by Lemma 3
is achievable, for example, in the scenario shown in
Fig. 4. In this example, there ate= a* + 12 SP-
nodes:a? are densely packed in the middle 6f
constituting aru x a inner grid; 12 are evenly placed
around the inner grid at distanee— 1, forming a
big square that blocks the inner grid expanding. The
length summation of the mesh edges is less than
6v (in fact, it should be6(v — a — 12)) inside the
big square; on the outside, it is less th&pn (in
Fig. 4. An information mesh ofy = O(v + v/n) fact, it should be3(y/n — 3a + 2)). Thus in total is
n < 8/n+6v=0(v+n).
Theoreml: In a squareG, the message com-
Lemmaz2: In a square G, 7 € plexity of information mesh construction is
O(Min{v+/n,n}). O((@)), wherev ++/n < ¢(G) < Min{v\/n,n}.
Proof: For a complete mesh, as shown in Fig.  Proof: If G is a synchronous environment, the
1(a), which is constructed without applying th@aths that SP-nodes’ registration messages travel
block rule, its extension is just the multiplicatiorare exactly the edges of1. In this case, due to
of v/n and the numbemw of its constituting grid the blocking rule, a constant number ¢r 2) of
rows and columns ofG. Clearly, the maximum registration messages are transmitted on each com-
value ofv is 2v, for example, in the case that thergnunication link in these mesh edges. Specifically,
are no horizontally or vertically collinear SP-nodeshere are two registration messages transmitted on
Therefore, the extension of the complete mesh tise middle link of two collinear SP-nodes separated
bounded above)(vy/n). By the definition of the by an odd number of hops (as the case with
blocking rule, M is the result of edge pruning of theand e in Fig. 1(b)), and one registration messages
complete mesh structure, and therefore its extensiover all the other links. Hence, the theorem follows
is also bounded abov@(v/n). This upper bounder immediately from Lemma 2 and 3. If, otherwise,
is actually achievable, for example, when SP-nodesis an asynchronous environment, because some
are all located on the same line along the X axiggistration messages may be incorrectly transmitted
(or the Y axis). Note that, when > \/n, vy/n can on the links inG — M, and revocation messages
be much larger tham in terms of order of mag- are used for consistency maintenance, the mes-
nitude. Furthermore, sinc#1(G) is accommodated sage complexity can not be lower than that in an
within G, its extension, obviously never exceedssynchronous scenario. On the other hand, because
V| = 2n—2y/n = O(n), the total number of edgesSP-nodes still block messages effectively, we can
in G. Hence,n € O(Min{v/n,n}). B easily find there are at modtmessages) in each
Lemma3: In a squares, n = Qv + /n). direction, transmitted on each link in the complete
Proof: In M, every SP-node has exactly foumesh structure, and thus the message complexity
incidental edges, each of which is shared by at ma@stn not be worse tha®(Min{v+/n,n}). Hence,
two SP-nodes, and thus the number of edges is tio¢ theorem holds. [ |
less tharkv. Under this circumstance, because eachTheorem2: In a squareG, the message com-
mesh edge has length at least) is bounded below plexity of cross lookup i) (/).
O(v). Now, let us consider a northmost SP-node Proof: A cross lookup process of a SC is
po- If po is not blocked in Y-direction, its entirerestricted within a search cell, i.e., the home cell
residing column will be included ioV; otherwise, of the SC, which can be a single mesh cell or
there must exist a blocking chain spanning the entittee aggregation of several mesh cells. In worst
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(a) Barrage Case (b) Clean-Pass Case Fig. 7. An amplified version of the circled part in Fig. 5(b)

Fig. 5. The example situations af< TCR(a) < 2
grid row and/or column ofC(a) is part of the
&.tém é.tcbm perimeter OfHCGll(CZ) However, due to the ran-
P ] I A : domized distribution of SPs, it may not always
be the case. To study the TCR performance (i.e.,
' / distance sensitivity) of iMesh-A, all the possible

| e o,

S N | B L
/ R | P . ——5. that all violations are virtually the variants of the
[ following four basic cases:

(a) Dirty-Pass Case (b) Isolation Case 1) Barrage case: C(a)is chain-blocked by a SP-
node ina’s SPV, before its blocking chain
passes around Cell(a);

2) Clean-Pass case: the blocking chain ofC(a)
passes around Cell(a) at the corner where

case, for example, when SPs are all located on the & SP-node is located; _
same network border, a search cell spans the entiré) Dirty-Pass case: the blocking chain ofC(a)

Fig. 6. The example situations GfC' R(a) > 2

network, and a SC in the search cell will inquire all ~ passes aroundé/Celi(a) at the corner where
the way along its residing grid row and/or column, ~ no SP-node exists, and a composing mesh
generating)(,/n) search messages. This proves the ~ edge off/ Cell(a) intersects the residing mesh
theorem. ] edge ofC(a); _ _

Theorem3: iMesh generates constaf1) stor- ~ 4) Isolation case: the blocking chain ofC(a)
age load on each node. passes around/Cell(a) at the corner where

Proof: Each of the nodes that constitute the ~ NO SP-node exists, and no composing mesh
information mesh records at most one SP-node’s €dge ofH Cell(a) intersects the residing mesh
information from each of the four directions, i.e.,  €dge ofC(a).
the north, the south, the west and the east, due tdrigures 5 and 6, where irrelevant SC-nodes are
the application of the blocking rule. As for the nodelidden and SP-nodes are represented by solid big
which are not part of the information mesh, they ddots, illustrate above four basic violation cases. In
not store any data at all. Thus the theorem hoMs. the two figures, the home celiCell(a) of SC-

Definition 8 (Target over Closest Ratio): The node a is emphasized by broken thick lines, and
target over closest rati@CR(a) of a SC-nodea the blocking chain ofc = C(a) is highlighted
is defined as"C'R(a) = 4504, whereC(a) is a by complete thick lines; broken thin lines indicate
globally closest SP-node ta the Voronoi diagram created using SP-nodes, and
TCR measures the distance sensitivity of iMeshhadowed areas are the places where TCR ratio is
Ideally, TC'R(a) is equal to1, meaning closestgreater thari.
service selection. This happens when the residing,emmad4: In Barrage case['CR(a) < 2.
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Proof: Suppose thatb is the SP-node in SCs through the cross lookup method (refer to Sec.
a’s SPV that chain-blocks: (i.e., C(a)). Then IV-B for cross lookup). The larger the territory of
laT'(a)| < |ab|. Without loss of generality, assume, the higher its probability of being discovered,
that the chain of blocking happens along the Y axiand thus the better the distance sensitivity of iMesh.
as shown in Fig. 5(a). By Lemma 1ju| < |cu|. However, in iMesh-A, the size of a SP’s territory is
Observe that anglecua can not be acute in anystrictly restricted by the blocking rule for message
case. Thusa is the longest side in triangl&cua. saving purpose. Figure 8 redraws the Dirty-Pass
Namely, |cu| < |ca| and |ua| < |cal. Then|ab| < situation given in Fig. 6(a). In this figure, the reg-
lbu| + |ua| < |eu| + |ua| < |ca| + |ca] = 2|ca|. istration paths of SP-nodeare marked by arrowed
Recall |aT'(a)| < |abl. Hence,|aT(a)] < 2|cal, hollow lines, and its territory is represented by the
which proves the lemma. m light gray area, which is the aggregation of the mesh

Lemmab: In Clear-Pass casé,C'R(a) < 2. cells adjacent by the registration pathscof

Proof: Without loss of generality, assume that In order to improve the distance sensitivity of
the blocking chain ofc (i.e., C(a)) is towards iMesh, territory expansion is a must. In iMesh-B,
HCell(a) along the Y axis, as shown in Fig. 5(b)the information mesh is built not only according
Examine the amplified version in Fig. 7. By Lemm#o the blocking rule but also using an expansion
1, |sv| < |ve|. Unambiguouslyjbu| < |sv| < |cv| < rule. The new expansion rule enables SPs to expand
|cu|. From this point, the lemma then follows frontheir territories in the case of orthogonal blocking.
the same proof as Lemma 4. m The formal definition of the expansion rule is given

Lemma6: In both Dirty-Pass case and Isolatiofelow:

case,T’C'R(a) may be larger thar2 but must not  Rule 2 (Expansion Rule): For a nodeu at which
be larger than%, where d(G) is spatial the a SP-nodex orthogonally blocks another SP-node
diameter ofG. b, it sends the location information afto b along

Proof: Let us examine the scenarios given ithe backward path from which it receivés in-
Fig. 6, wheret = T'(a) and the blocking chain of formation. The information of, does not travel all
(i.e.,C(a)) is along the Y axis. By observatiofyt| the way tob but stops at the point where the path
is already greater tha?jac|, namely,’CR(a) > 2, intersects the bisector betweerandb.
and there is no restriction on the distance from In Fig. 8, the transmission paths of the expansion
t to the residing grid row ofc. If we move b messages of SP-nodeis highlighted by arrowed
(together withd in Fig. 6(b)) andt far apart froma solid lines, and the dark gray area is the expansion
while maintaining their blocking relation, thent| part of the territory ot.. By observationg’s territory
could be way larger thaB|ac|. On the other hand, expands into the home cell Cell(a) of SC-node
because no pair of nodes has their separation largerand a becomes able to discoveras a result.
than d(G), we havelat| < d(G) and consequently Consider another SC-nodé who shares the same

TCR(a) = % < dI(GI)' m home cell witha. The closest SP-nod&(a’) of @' is
o d in the blocking chain of. In iMesh-A without the
VI. COMPLETE IMESHPROTOCOL application of the expansion ruld,C'R(«) could

A distance-sensitive service discovery algorithine way greater thad (if HCell(a) is very large)
is expected to be able to ensure nearby servi@ecording to Lemma 6. On the contrary, after the
selection, that is thaf'C R(a) < 2 for any SC-node expansion rule is applied in iMesh-B, we have
a. By Lemma 6, iMesh-A may unfortunately violatél'(a’) = ¢ and thenTCR(a’) < 2 following a
this expectation in Dirty-pass case and Isolatiagimilar proof as Lemma 4.
case. In this section, we will present the complete By above examples, the expansion rule effectively
version (or versionB) of iMesh, iMesh-B, which eliminates the Dirty-Pass case, and thus Lemma 6
achieves major improvement on distance sensitivionly partially holds for iMesh-B. By definition, the
over, but has the same complexity as, iMesh-A. expansion rule does not either change the structure
Define theterritory of an arbitrary SP-node as of, or remove any location information from, the
the area in which: can be discovered by the localnformation mesh. Therefore, Lemma 2, 3, 4 and 5
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A. Evaluation metrics

We study the message overhead of iMesh in com-
parison with Quorum’s using the following metrics:
. Total Number of Construction Messages
(TNCM): the total number of messages trans-
mitted in the network for information mesh

N

construction;
b s o Number of Construction Messages per SP
! . c (NCMSP): the average number of messages
d'gjm generated in the network by an arbitrary SP for

the purpose of information mesh construction;
« Number of Search Messages per SC (NSMC):
Fig. 8. The effect of the expansion rule the average number of service lookup messages
generated in the network by an arbitrary SC
(reply messages are not counted);

gn_d Theor_em 2 stil ho!d for iMesh-B. In add't'on’As Quorum guarantees closest service selection, the
it is not difficult to verify that Theorem 1 and 3 . . : o .

: ; following metrics of distance sensitivity evaluation
are also applicable to iMesh-B. In summary, the

expansion rule actually enables iMesh-B to achieve” for iMesh only:

improved overall distance sensitivity over iMesh-A * Average TCR andPeak TCR: the average TCR
at very low cost. Its effect and cost will be seen @nd the maximum TCR of all the possible SCs

clearly later, through simulation in Sec. VII. in the network.
« Probabilities of TCR = 1, 1 < TCR < 2,

andTCR > 2 (PTCR1, PTCR2, and PTCR3):
the probability that thél'C R of an arbitrary

As summarized in Sec. Il, existing service dis- SC in the network satisfies the corresponding
covery algorithms and adoptable techniques usually condition.
rely on global computation and therefore generate )
large message overhead, and they may in additin Smulation setup
impose inconstant storage load on network nodeswe simulated iMesh-A, iMesh-B and the Quo-
and/or induce bottleneck problem in the networkum within a custom java-based network simulator,
Our proposed protocol iMesh however has obviowghich uses the Greedy-Face-Greedy (GFG) routing
advantages in all these aspects. It aims to yieechnique [3], [6] to support directional message
optimal (constant) per node storage load and avardnsmission (for the detail on how, one can refer
long service registration/lookup paths while provido [15], [21]). Our simulation was carried out over
ing satisfactory distance-sensitivity. a large-scaled sensor network that contaitg)00

In the case that no comparable work actuallyodes and fully covers the sensor field. The average
exists, we evaluate iMesh in comparison with theode density i8—9. The scenarios with larger node
well-known quorum-based location service (Qualensities are also tested, and the results are even
rum for short) [21], through an extensive set of sinbetter (because less nodes are involved in message
ulation. As we will see in the following, iMesh hagransmissions) and therefore will not be presented.
considerably low message overhead compared withVe run two sets of experiments. In the first set,
Quorum, and iMesh-B guarantees closest servittee network is set to be a synchronous environment
selection with high probability, larger tha&7%, and with simultaneous execution and unified link delay;
nearby service selection with very high probabilityn the second set, the network is configured to be
larger tharn9%, significantly impoving the distancean asynchronous environment where SP-nodes start
sensitivity of iMesh-A at negligible communicatiorthe protocols maximally30 simulated time units
cost. off each other, and each communication link has

VIl. PERFORMANCEEVALUATION
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transmission delay ofil0 simulated time units atby asynchrony. Further, as PSP grows in either
most. We choose the settings with the percentageewivironment, TNCM curves deviate more and more
SPs (PSP) in the network varying frotfi; to 50%. from the curve of mesh extension, and the TNCM of
For each setting, we executed iMesh-A, iMesh-Blesh-B approaches to the that of iMesh-A closer
and Quorum ovei 00 randomly generated networkand closer. It is because, when there are more SP-
scenarios to get average results. nodes, the situation that two collinear SP-nodes are
As a matter of fact, we as well conducte@n odd number of hops away happens more often,
experiments in the settings where PSP is largesmusing more overlapping registration messages on
than 0 and less thanl%. We find that Quorum mesh edges, and the mesh cell has smaller size,
outperforms iMesh in service registration overheddading to the reduction of the travel distance of
(TNCM/NCMSP) with very small PSP<( 0.3% in expansion messages.
iMesh-A; < 0.2% in iMesh-B). The reason is quite Figure 9(b) displays the NCMSP of iMesh as
obvious: the cross registration paths used in iMeshfunction of PSP. From the figure, we can see
lead to more messages in total when message blottlat NCMSP drops and approaches 4cas PSP
ing happens at a very low frequency. These easilyoes up. It is because, when SP density increases, a
understood results are displayed in the AppendBP-node’s registration message travels a decreased
without further explanation. hop-distance (on average) in each direction before
_ being blocked, and the travel distance can be as
C. Experimental results low as 1-hop, resulting in merelyd registration
In this subsection, we are going to present ouiessages in the extreme case. As shown in the
average experimental results, whose confidence figure, each SP-node uses slightly more construction
terval is within 10%. We will first closely examine messages in the asynchronous environment than in
the message overhead of iMesh and then investigiie synchronous environment due to the cost of
its distance sensitivity in detail. information consistency maintenance; iMesh-B gen-
1) Message overhead: We first study the per- erates slightly larger NCMSP than iMesh-A in both
formance difference between the two versions ehvironments, which again implies the negligible
iMesh in a synchronous environment and in amessage cost of the expansion rule.
asynchronous environment. Figure 9(c) depicts the NSMSC of iMesh, which
Figure 9(a) show the TNCM of iMesh in relationis irrelevant to synchrony and to the application of
with PSP. For reference, meskiension (Definition the expansion rule, as a result of PSP. It is observed
7) is also drawn in the figure. As PSP grows, thtlaat NSMSC drops and approaches 4cas PSP
information mesh has a more and more compleimbs. It is because, when SP density increases,
structure and is therefore expected to exhibit @ SC-node’s search message travels a decreased
increasing extension and a growing constructidrop-distance (on average) in each direction before
message overhead. The expectation is confirmedflmding a SP, and the travel distance can be as low
the ascending trend of the curves in the figure. Tl 1-hop, resulting in merelyt search messages in
small gap between the TNCM curves for iMesh-Ahe extreme case.
and iMesh-B in either environment indicates that As Quorum is irrelevant to network synchrony,
the overhead of thexxpansion rule (Rule 2) is we will study the performance difference of iMesh
minor. And, from the figure we can also see thand Quorum in an asynchronous environment.
TNCM will never exceed some constant times meshFigure 9(d) shows Quorum v.s. iMesh in TNCM
extension. This observation verifies Theorem 1. in relation with PSP. We can observe that, as PSP
Examine again Fig. 9(a) and pay attention to thecreases, TNCM goes up quickly in Quorum, while
difference of TNCM in the two environments. lItit climbs at a very slow speed in iMesh (neafly
is observed that TNCM is always higher in thémes slower than in Quorum), starting almost from
asynchronous environment than in the synchronotl® same point. It is because, a SP’s registration
environment. This is due to the extra messages usedssage always propagate across the entire network
for eliminating the information inconsistency causeid Quorum; but, as confirmed by Fig. 9(b), it how-
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Fig. 9. Message overhead

ever travels a shorter and shorter distance dueatad along the whole outer boundary for a closest SP;
message blocking in both version of iMesh whewhile in iMesh, a SC does not query along the outer
PSP goes up. boundary of the network, and its service lookup

Figure 9(e) shows the NCMSP of Quorum an(aperation (i.e., cross lookup) is restricted within a
of iMesh as a result of PSP. We can observe ﬂ%ﬁarch cell, whose size decreases as PSP increases.

the curve corresponding to Quorum is nearly a To sum up, the results given in Figure 9 clearly
horizontal line. It is because in Quorum a spidicate that protocol iMesh (Whether the A version
registration message has to travel across the enfifdhe B version) use a considerably small number of
network, whose width is constant. On the contrarjjessages for service registration and service lookup,
iMesh (both versions) has very low NCMSP dugonsidering network size and compared with the
to message b|ocking’ and as we exp|ained in p@UOfUI’ﬂ algorithm [21] In a detailed level, iMesh-
vious paragraph, the larger PSP, the more oftEngenerates slightly larger message overhead than
message blocking happens, and therefore the loidesh-A; but the difference is actually negligible.
the NCMSP. This figures shows in a detailed level 2) Djstance sensitivity: We shall now proceed to
that Quorum is nearlys times expensive whenthe distance sensitivity evaluation of iMesh. Before
PSP > 10%, and at leas® times expensive whenmoving further, we would indicate that the results
1% < PSP < 10%, than iMesh. to be presented below are regardless of the (syn-
Figure 9(f) shows iMesh versus Quorum i,th(_)nous or asynchronous) nature of the execution
NSMSC as PSP varies. From this figure we ca&fvironment.
observe that Quorum generates almost constanfFigures 10(a) and 10(b) respectively show the
NSMSC regardless of PSP, and that the NSMStwerage TCR and the peak TCR in relation with
of Quorum is dramatically larger (ove&20 — 100 PSP. From Fig. 10(a) we can see that the average
times larger) than that of iMesh. It is because, a SKCR is nearly equal ta in all the PSP cases. This
in Quorum has to search across the entire netwaskbecause of the low probability afC'R > 1. In
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Fig. 10. Distance sensitivity

both of the two figures, the curves decline and apersion of this part is given in Fig. 10(f). We can
proach tol closer and closer as PSP increases. Thige that the PTRC3 of iMesh-A and iMesh-B are
phenomenon is due to the decreasing probability lnth extremely low, i.e., smaller tha(10~). In
TCR > 1. According to the two figures, iMesh-Bparticular, due to the application of the expansion
always has better distance sensitivity than iMesh-Aule, iMesh-B’s PTCR3 is significantly lower, in
It is because the expansion rule (Rule 2) effectivetgrms of oder of magnitude, than that of iMesh-A.
eliminates the Dirty-pass case. The experimental results displayed in Fig. 10

Figures 10(c) — 10(e) depict PTCR1, PTCR2 ariedicate that protocol iMesh (whether versignor
PTCR3 as a function of PSP respecti’vely. By Fi _ersionB) has satisfactory distance sensitivity. More
10(c), both iMesh-A and iMesh-B provides close%DECifically’ !Mesh-B performs much better in bOth.
service selection with high probability, respectivel osest service selection aspect and neg_rby service
larger than96% and97%. By Fig. 10(d) and 10(e), election aspect and has lower probability of un-

both PTCR2 and PTCR3 quickly drob down nearidesired distance service selection, when compared
q y arop ith iMesh-A. According to Sec. VII-C1, we can

to 0 as soon as the density of service provide d that iMesh-B in f hi h q
increases td0%. The three figures together indicat n t_ at iMesh-B In fact ac leves these advantages
er iMesh-A at the negligible cost of messages.

that iMesh guarantees nearby service selection with
very high probability, larger than9%, in all PSP VIII.
cases, and they also confirm our analysis about TCR
value in previous paragraph.

E XTENSION TOMULTI-SERVICE
SCENARIOS

In previous sections, iMesh was presented under

Figures 10(c) — 10(e) also imply that iMesh-Bhe assumption of single-service networks, which is
always has better distance sensitivity than iMesh-Aowever not a common setting in practice. When
It is because iMesh-B eliminates the Dirty-Pass cadeere is more than one type of service provided in
by the expansion rule. Examine the part for PSP the network, a multi-layered information mesh can
range from1% — 10% in Fig. 10(e). An amplified be constructed to support service discovery. That is,
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the same type of service providers together consti-
tute a mesh layer, and different layers correspond Layer three
to different types of services. For a network with / 7

k > 1 service types, the height, i.e., the number of

layers, of the information mesh is equal ko Note / / //
that a node offering multiple types of services will { Layer two
appear in more than one layer of the information /

mesh. Fig. 11 shows an information mesh of three
layers. In this figure, SP-nodeoffers all the three

type of services and thus exists in every single layer / y teverone
of the information mesh. Y. //

With cares, the message complexity of construct-
ing a multi-layered information mesh can be made Fig. 11. A 3-tier information mesh

not larger than the summation of the message com-
plexity of building every single mesh layer sepa-
rately. For instance, a SP-node shared: lmumber Some emerging service-oriented wireless sensor
of mesh layers does not necessarily distribute Wgtworks, for example, mobile sensor networks and
location informationt times. Instead, it attachgs wireless sensor and actor networks, indicate the
bits to the location information to indicate its offeregharticular need in distance-sensitive service discov-
services. The information is virtually blocked in onery algorithms. Although many specialized service
layer by flipping the corresponding bit; it physicallyiscovery approaches and adoptable techniques have
stops propagating when all the attached bits aseen proposed for wireless ad hoc networks in the
flipped or when it reaches the network border. Bijterature, they have weaknesses in message over-
this means, the SP-node fulfills its construction dutyead and storage load and are thereby not a good
in all its residing layers simultaneously, thus savingption for wireless sensor networks with severe
a considerable number of messages. An obviowsource constraints.
coarse upper bound of the message complexity isin this paper, we proposed a novel distance-
vy/n. The study of the precise message complexig¢nsitive service discovery protocol, iMesh, for
is however not included in our current work. WSNSs. iMesh is grounded on a localized planar

With the multi-layered information mesh, when &tructure, i.e., information mesh, which possesses
node wants to discover a particular type of servicgood proximity property. We comprehensively and
it just needs to perform cross service lookup igetailedly studied the properties of iMesh from the-
the corresponding layer as if it is still in a singleeretical point of view. Our analysis show that iMesh
service network. In this way, the distance sensitivityas very low message complexity and constant per
and the service lookup message overhead of iMeside storage load. Through extensive simulation we
naturally stay unchanged. Because a node shageddied the performance of iMesh in comparison
by ¢t (1 < t < k) mesh layers has to storewith the Quorum-based location service [21]. Sim-
a constant amount of information for each of itglation results verify our theoretical findings and
residing layer (by Theorem 3), it has(t) < O(k) indicate that, iMesh nearly provide closest/nearby
storage load in total. Sincg is usually a known service selection guarantee with message overhead
value at the network deployment time, iMesh stilvay smaller than Quorum’s. Particularly, they in-
yields constant per node storage load. dicate that iMesh-B outperforms iMesh-A in both
IX. CONCLUSIONS closes_t service selecti_on aspect and nearby service

' selection aspect practically at no cost.

Swift developing hardware technology favors the
evolvement of wireless sensor networks (WSNSs) ACKNOWLEDGEMENTS
toward service-oriented networks and renders WSN-This work was partially supported by NSERC
based service discovery a rising research issggants.
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